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(57) ABSTRACT

An apparatus, system and method for performing dispatch
operations using a signal physical interface are disclosed. In
one embodiment, the apparatus is for use in a wireless com-
munication system for communicating with a wireless net-
work and comprises a host processor, a transceiver, a physical
interface coupling the host processor and the transceiver, and
amemory accessible by the host processor and the transceiver
to exchange information between the host processor and the
transceiver. The transceiver is operable to store data in the
memory for the host processor to send data to the host pro-
cessor using the memory and asserts a control signal to the
host processor to notify the host processor that the memory
contains data for the host processor, and the host processor is
operable to access the memory to obtain the data thereafter.
The data is associated with a remote device in the wireless
network and is stored as one or more packets at a first storage
location in the memory with a first identifier identifying the
remote device.
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THE REMOTE WIRELESS DEVICE HAS BEEN ADDED TO THE
WIRELESS NETWORK
14302

v

NOTIFY THE HOST PROCESSOR OF THE REMOTE WIRELESS
DEVICE
14303

v

REQUEST CAPABILITY INFORMATION FROM THE REMOTE
WIRELESS DEVICE PRIOR TO RECEIVING A REQUEST FROM
THE HOST PROCESSOR FOR THE CAPABILITY INFORMATION

14304

v

BUFFER THE COMPATIBILITY INFORMATION BEFORE THE
CAPABILITY INFORMATION IS REQUESTED BY THE HOST
PROCESSOR
14305

4

RECEIVE A CAPABILITY REQUEST FROM THE HOST PROCESSOR
WHICH REQUESTS THE CAPABILITIES OF THE REMOTE WIRELESS
DEVICE
14306

4

PROVIDE ACCESS TO THE CAPABILITY INFORMATION
14307

FIG. 143
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DISPATCH CAPABILITY USING A SINGLE
PHYSICAL INTERFACE

FIELD OF THE INVENTION

The present invention relates to the field of communicating
information between devices in a wireless communication
system; more particularly, the present invention relates to a
host and transceiver in a wireless communication system,
including their interaction, communication, and/or initializa-
tion.

BACKGROUND OF THE INVENTION

WirelessHD™ is an industry-led effort to define a specifi-
cation for the next generation wireless digital network inter-
face specification for wireless high-definition (HD) signal
transmission for consumer electronics products.

The WirelessHD™ (WiHD™) standard allows for uncom-
pressed digital transmission of HD video and audio and data
signals, with a goal of being the same or higher quality as
wired HDMI. The specification has been designed and opti-
mized for wireless display connectivity, achieving high-
speed rates up to 4 Gbit/s.

The signal will operate on the 60 GHz band and support the
bandwidth required to support both current and future HD
signals. Operation in the 60 GHz band previously required
line of sight to communicate between two devices. However,
the WiHD standard overcomes this limitation through the use
of beamforming at both the receiver and transmitter to
achieve non line of sight communication.

SUMMARY OF THE INVENTION

An apparatus, system and method for performing dispatch
operations using a signal physical interface are disclosed. In
one embodiment, the apparatus is for use in a wireless com-
munication system for communicating with a wireless net-
work and comprises a host processor, a transceiver, a physical
interface coupling the host processor and the transceiver, and
amemory accessible by the host processor and the transceiver
to exchange information between the host processor and the
transceiver. The transceiver is operable to store data in the
memory for the host processor to send data to the host pro-
cessor using the memory and asserts a control signal to the
host processor to notify the host processor that the memory
contains data for the host processor, and the host processor is
operable to access the memory to obtain the data thereafter.
The data is associated with a remote device in the wireless
network and is stored as one or more packets at a first storage
location in the memory with a first identifier identifying the
remote device.

BRIEF DESCRIPTION OF THE DRAWINGS

The present invention will be understood more fully from
the detailed description given below and from the accompa-
nying drawings of various embodiments of the invention,
which, however, should not be taken to limit the invention to
the specific embodiments, but are for explanation and under-
standing only.

FIG. 1 illustrates a software architecture of host and trans-
ceiver.

FIG. 2 illustrates a host system protocol stack needed to
drive WirelessHD transceiver.

FIG. 3 illustrates a standard packet format.
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FIG. 4 illustrates a physical interface between host and
transceiver.

FIG. 5 illustrates a packet format of host AVC messages.

FIG. 6 illustrates an example Connect Request message
packet.

FIG. 7 illustrates a WirelessHD Connect Request format.

FIG. 8 illustrates a Feature Abort message format.

FIG. 9 illustrates a state machine diagram for initialization.

FIG. 10 is a flow diagram of a wireless transceiver initial-
ization sequence.

FIG. 11 illustrates a field description of Reset register.

FIG. 12 illustrates a Location 0 of Status register being set
to ‘1’ by the transceiver when transceiver is loaded.

FIG. 13 illustrates a field description of a System status
register.

FIG. 14 illustrates a host setting bit location 0 to ‘1’ to clear
status register bit location 0.

FIG. 15 illustrates a set bit location 0 of Host Control
register to ‘1’ to enable WIHD.

FIG. 16 illustrates bit location 1 is set to ‘1’ by the trans-
ceiver when WIHD is enabled.

FIG. 17 illustrates a host must set bit location 1 to ‘1’ to
clear status register bit location 1.

FIG. 18 illustrates a transceiver chip information.

FIG. 19 illustrates a host capabilities block of AVC Infor-
mation Register Bank.

FIG. 20 illustrates a host must set bit location 1 of Host
Control register to ‘1 to set host device capabilities.

FIG. 21 illustrates bit location 2 being set to “1° to set host
input format data.

FIG. 22 illustrates a three stages of the device discovery
process.

FIG. 23 illustrates a device discovery state-machine.

FIG. 24 illustrates a Device Detect stage of discovery pro-
cess.

FIG. 25 illustrates a device list index to bitfield mapping.

FIG. 26 illustrates an example Device List with three active
devices detected.

FIG. 27 illustrates Location 2 is set to ‘1’ by the transceiver
when device list is altered.

FIG. 28 illustrates an example device list update based on
system of FIG. 26.

FIG. 29 illustrates a host setting bit location 2 to *1”to clear
status register bit location 2.

FIG. 30 illustrates a Capability Request stage of discovery
process.

FIG. 31 illustrates a payload structure of a Capabilities
Request message.

FIG. 32 illustrates a Capabilities Request message.

FIG. 33 illustrates bit location being set 3 to ‘1’ to indicate
that TX data is ready for the transceiver.

FIG. 34 illustrates Location 4 being set to ‘1’ by the trans-
ceiver after it finishes extracting the TX message.

FIG. 35 illustrates bit location 4 being set to ‘1’ to clear
status register bit location 4.

FIG. 36 illustrates a Capability Response stage of discov-
ery process.

FIG. 37 illustrates a payload structure of a Capabilities
Response message.

FIG. 38 illustrates a Capabilities Response message as it
would appear in register bank OxAS.

FIG. 39 illustrates Location 5 being set to ‘1’ by the trans-
ceiver after it finishes writing to the RX bank.

FIG. 40 illustrates bit location 5 being set to ‘1’ to clear
status register bit location 5.

FIG. 41 illustrates a WirelessHD compliant connection/
disconnection control sequence.
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FIG. 42 illustrates a sink host connection control state-
machine.

FIG. 43 illustrates a source host connection control state-
machine.

FIG. 44 illustrates an AVC Connect sequence.

FIG. 45 is a flow diagram of a wireless transceiver connect
sequence.

FIG. 46 illustrates a payload structure of a Connect
Request message.

FIG. 47 illustrates a Connect Request message as it would
appear in the TX (0xAC) or RX (0xA8) register bank.

FIG. 48 illustrates bit location 3 being set to ‘1’ to indicate
that TX data is ready for the transceiver.

FIG. 49 illustrates Location 4 being set to ‘1° by the trans-
ceiver after it finishes extracting the TX message.

FIG. 50 illustrates bit location 4 being set to ‘1’ to clear
status register bit location 4.

FIG. 51 illustrates Location 5 being set to ‘1” by the trans-
ceiver after it finishes writing to the RX bank.

FIG. 52 illustrates bit location 5 being set to ‘1’ to clear
status register bit location 5.

FIG. 53 illustrates a payload structure of a Connect
Response message.

FIG. 54 illustrates a Connect Response message as it would
appear in the TX(0xAC) or RX(0xAR8) register bank.

FIG. 55 illustrates Location 3 being set to ‘1” by the trans-
ceiver after it finishes writing the input format data.

FIG. 56 illustrates bit location 3 being set to ‘1’ to clear
status register bit location 3.

FIG. 57 illustrates a payload structure of an Output Format
Request message.

FIG. 58 illustrates an Output Format Request message as it
would appear in the TX(0xAC) or RX(0xAS8) register bank.

FIG. 59 illustrates a payload structure of an Output Format
Response message.

FIG. 60 illustrates an Output Format Response message as
it would appear in the TX(0xAC) or RX(0xAS8) register bank.

FIG. 61 illustrates a payload structure of a Start Stream
Notify message.

FIG. 62 illustrates a Start Stream Notify message as it
would appear in the RX(0xAS8) register bank.

FIG. 63 illustrates an AVC Disconnect sequence.

FIG. 64 is a flow diagram of a wireless transceiver discon-
nect sequence.

FIG. 65 illustrates a payload structure of a Disconnect
Notify message.

FIG. 66 illustrates a Disconnect Notify message as it would
appear in the TX(0xAC) or RX(0xAR8) register bank.

FIG. 67 illustrates bit location 3 being set to ‘1’ to indicate
that TX data is ready for the transceiver.

FIG. 68 illustrates Location 4 being set to ‘1” by the trans-
ceiver after it finishes extracting the TX message.

FIG. 69 illustrates bit location 4 being set to ‘1’ to clear
status register bit location 4.

FIG. 70 illustrates Location 5 being set to ‘1° by the trans-
ceiver after it finishes writing to the RX bank.

FIG. 71 illustrates bit location 5 being set to ‘1’ to clear
status register bit location 5.

FIG. 72 illustrates a payload structure of a Stop Stream
Notify message.

FIG. 73 illustrates a Stop Stream Notify message as it
would appear in the RX(0xAS8) register bank.

FIG. 74 illustrates a payload structure of a Device Control
message.

FIG. 75 illustrates a Device Control message as it would
appear in the RX(0xA8) or TX(0xAC) register bank.
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FIG. 76A is a block diagram of a host coupled to a trans-
ceiver.

FIG.

FIG.
(1/4).

FIG.
2/4).

FIG.
3/4).

FIG.
(4/4).

FIG.

FIG.

FIG.

FIG.

FIG.

FIG.
ister.

FIG.
register.

FIG. 88 illustrates a field description of Ready register.

FIG. 89 illustrates a field description of Host Control reg-
ister.

FIG. 90 illustrates a field description of Status register.

FIG. 91 illustrates a field description of Clear register.

FIG. 92 illustrates a field description of System status
register.

FIG. 93 illustrates a bit-map layout of Devcap HRRX
registers.

FIG. 94 illustrates a bit-map layout of Devcap HRTX reg-
isters.

FIG. 95 illustrates a bit-map layout of Device Index regis-
ters.

FIG. 96 illustrates a SoC version label resides in the Con-
trol register bank (0xA4), offsets OxF7-0xFB.

FIG. 97 illustrates a bit-description of register OxF7.

FIG. 98 illustrates System Tick registers residing in the
Control register bank (0xA4), offsets OxFC-OxFF.

FIG. 99 illustrates a register space format of a receiver.

FIG. 100 illustrates a format of sequence field.

FIG. 101 illustrates a Device Capabilities Message.

FIG. 102 illustrates a Requested Types bit-field.

FIG. 103 illustrates a Capabilities Response message.

FIG. 104 illustrates a Feature Abort message indicating a
failure to obtain Capabilities Request information.

FIG. 105 illustrates a Connect Request message.

FIG. 106 illustrates a Feature Abort message indicating a
failure to obtain a Connect Response.

FIG. 107 illustrates a Connect Response message.

FIG. 108 illustrates a Feature Abort message indicating a
failure to send the Connect Response.

FIG. 109 illustrates an Output Format Request message.

FIG. 110 illustrates an Output Format Response message.

FIG. 111 illustrates a Stream Start Notify message.

FIG. 112 illustrates a Disconnect Notify message.

FIG. 113 illustrates a Stream Stop message.

FIG. 114 illustrates a Feature Abort message indicating a
failure to send the Disconnect Notify.

FIG. 115 illustrates Device Control messages.

FIG. 116 illustrates a Feature Abort message indicating a
failure of a Device Control message.

FIG. 117 illustrates a HDMI Pass-Through Request mes-
sage.

FIG. 118 illustrates a Feature Abort message indicating a
failure to obtain an HDMI Pass-Through Response.

FIG. 119 illustrates an HDMI Pass-Through Response
message.

768 illustrates a register bank summary.
77 illustrates a register map of AVC Info Registers

78 illustrates a register map of AVC Info Registers
79 illustrates a register map of AVC Info Registers
80 illustrates a register map of AVC Info Registers
81 illustrates a bit-description of register 0x06.

82 illustrates a bit-description of register 0x07.

83 illustrates a bit-description of register 0x22.

84 illustrates a Control Register space format.

85 illustrates a field description of Reset register.

86 illustrates a field description of Power Mode reg-

87 illustrates a field description of Interface Control
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FIG. 120 illustrates a Feature Abort message indicating a
failure to send the HDMI Pass-Through Response.

FIG. 121 illustrates an EDID Request message.

FIG. 122 illustrates a Feature Abort message indicating a
failure to obtain an EDID Response.

FIG. 123 illustrates an EDID Response message.

FIG. 124 illustrates a Feature Abort message indicating a
failure to send the EDID Response.

FIG. 125 illustrates a Data Island Notify message.

FIG. 126 illustrates a Feature Abort message indicating a
failure to send the Data Island Notify.

FIG. 127 illustrates a CEC Notify message.

FIG. 128 illustrates a Feature Abort message indicating a
failure to send the CEC Notify.

FIG. 129 illustrates a CEC NAK message.

FIG. 130 illustrates a Feature Abort message indicating a
failure to send the CEC NAK.

FIG. 131 illustrates a Logical Address Table Notify mes-
sage.

FIG. 132 illustrates definitions of the logical address bit-
map.

FIG. 133 illustrates a Feature Abort message indicating a
failure to send the Logical Address Table Notify

FIG. 134 illustrates an HPD Notify message.

FIG. 135 illustrates a Feature Abort message indicating a
failure to send the HPD Notify.

FIG. 136 illustrates a Feature Abort message indicating
unrecognized opcode.

FIG. 137 is a block diagram of one embodiment of a radio
chip.

FIG. 138 is a block diagram of one embodiment of a
communication system.

FIG. 139 is a block diagram of one embodiment of a
receiver device that is part of a display.

FIG. 140 is a block diagram of one embodiment of a
transmitter device and a receiver device that are part of an
adaptive beam forming multiple antenna radio system con-
taining of FIG. 138.

FIG. 141 is a block diagram of a computer system.

FIG. 142 is a flow diagram of one embodiment of a bitmap
device identification process.

FIG. 143 is a flow diagram of one embodiment of a device
discovery process for use in a wireless communication sys-
tem.

FIG. 144 illustrates a connection control flow through
transmit and receive register banks.

FIG. 145 illustrates a connection control flow through
transmit and receive register banks with a separate data
exchange through the AVC information register bank.

DETAILED DESCRIPTION OF THE PRESENT
INVENTION

In the following description, numerous details are set forth
to provide a more thorough explanation of the present inven-
tion. It will be apparent, however, to one skilled in the art, that
the present invention may be practiced without these specific
details. In other instances, well-known structures and devices
are shown in block diagram form, rather than in detail, in
order to avoid obscuring the present invention.

Some portions of the detailed descriptions which follow
are presented in terms of algorithms and symbolic represen-
tations of operations on data bits within a computer memory.
These algorithmic descriptions and representations are the
means used by those skilled in the data processing arts to most
effectively convey the substance of their work to others
skilled in the art. An algorithm is here, and generally, con-
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ceived to be a self-consistent sequence of steps leading to a
desired result. The steps are those requiring physical manipu-
lations of physical quantities. Usually, though not necessarily,
these quantities take the form of electrical or magnetic signals
capable of being stored, transferred, combined, compared,
and otherwise manipulated. It has proven convenient at times,
principally for reasons of common usage, to refer to these
signals as bits, values, elements, symbols, characters, terms,
numbers, or the like.

It should be borne in mind, however, that all of these and
similar terms are to be associated with the appropriate physi-
cal quantities and are merely convenient labels applied to
these quantities. Unless specifically stated otherwise as
apparent from the following discussion, it is appreciated that
throughout the description, discussions utilizing terms such
as “processing” or “computing” or “calculating” or “deter-
mining” or “displaying” or the like, refer to the action and
processes of a computer system, or similar electronic com-
puting device, that manipulates and transforms data repre-
sented as physical (electronic) quantities within the computer
system’s registers and memories into other data similarly
represented as physical quantities within the computer sys-
tem memories or registers or other such information storage,
transmission or display devices.

The present invention also relates to apparatus for perform-
ing the operations herein. This apparatus may be specially
constructed for the required purposes, or it may comprise a
general purpose computer selectively activated or reconfig-
ured by a computer program stored in the computer. Such a
computer program may be stored in a computer readable
storage medium, such as, but is not limited to, any type of disk
including floppy disks, optical disks, CD-ROMs, and mag-
netic-optical disks, read-only memories (ROMs), random
access memories (RAMs), EPROMs, EEPROMs, magnetic
or optical cards, or any type of media suitable for storing
electronic instructions, and each coupled to a computer sys-
tem bus.

The algorithms and displays presented herein are not inher-
ently related to any particular computer or other apparatus.
Various general purpose systems may be used with programs
in accordance with the teachings herein, or it may prove
convenient to construct more specialized apparatus to per-
form the required method steps. The required structure for a
variety of these systems will appear from the description
below. In addition, the present invention is not described with
reference to any particular programming language. It will be
appreciated that a variety of programming languages may be
used to implement the teachings of the invention as described
herein.

A machine-readable medium includes any mechanism for
storing or transmitting information in a form readable by a
machine (e.g., acomputer). For example, a machine-readable
medium includes read only memory (“ROM™); random
access memory (“RAM”); magnetic disk storage media; opti-
cal storage media; flash memory devices; electrical, optical,
acoustical or other form of propagated signals (e.g., carrier
waves, infrared signals, digital signals, etc.); etc.

Overview

Methods, physical interface, and protocol of one embodi-
ment of an AVC Host Interface are described. A host control-
ler device to interface with a WirelessHD transceiver in a
wireless network is also described.

For purposes herein an Audio/Video Controller (AVC) is
an embedded component that interfaces between the host
system and a wireless network. Consumer Electronics (CE)
refers to a term referring to any of various electronic devices
that a typical consumer might own such as a television, DVD
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player, etc. A Host Audio/Video Controller (Host AVC) is a
component on the host system that understands how to com-
municate with the embedded AVC component. The Host AVC
initiates and controls communications on the wireless net-
work. The I’C Protocol, an Inter-Integrated Circuit Protocol,
is a multi-master serial bus used to enable low-speed com-
munications between processors or computers.

System Overview

The WirelessHD transceiver transfers high-definition
audio-video (AV) content wirelessly between devices. From
the host’s perspective, there are several control operations
that can be affected, including initialization of the transceiver;
discovering remote WirelessHD devices on the network; con-
necting to/disconnecting from a remote WirelessHD device;
executing device control commands on a remote WirelessHD
device; and interfacing wireless controls and behavior. One
embodiment of the interface to a WirelessHD transceiver to
achieve the described operations is described herein.

FIG. 1is a block diagram of one embodiment of the system
model. Referring to FIG. 1, the host software represents the
host protocol stack that enables the consumer electronics
(CE) deviceto interface with the transceiver. FIG. 2 illustrates
one embodiment of a host system protocol stack. Referring to
FIG. 2, system control 201 exercises high level system control
and interface to the user, serving a similar role as the Appli-
cation layer of the OSI model. In one embodiment, all wire-
less specific information is hidden from this layer. Host con-
trol 202 serves a similar role as the Presentation and Session
layers of the OSI model by managing the state-machine asso-
ciated with connection/disconnection and control dialogue.
Host AVC 203 encapsulates WirelessHD and other specific
packet formats and communication sequences in an API
library for the layer of host control 202. Communication
(comm) driver 204 has the capability to format messages
properly and in proper sequence on the bus connecting the
host system to the WirelessHD transceiver. Hardware
Abstraction Layer (HAL) 205 is the physical driver of the
interface. In one embodiment, transceiver uses the standard
8-bit addressing mode described in “The I*C-Bus Specifica-
tion v.2.1, January 2000 (9398-393-40011) with the trans-
ceiver being the slave device and the host being the master.

FIG. 3 illustrates generic read and writes sequences for
I°C. In one embodiment, the generic read and write sequences
used for I°C bus are the same protocol as used in HDMI.

FIG. 4 illustrates interface between a hostand a transceiver.
Referring to FIG. 4, host 401 and transceiver 402 are inter-
faced using 4 bus drivers: SDA 410, clock 411, Interrupt
(INT) 412, and Reset 413. SDA 410 and clock 411 represent
the two communication pins. Two communication pins 410
and 411, an INT (interrupt) pin 412 and RESET# (reset,
active low) pin 413 exist as part of the interface. The RESET#
pin 413 is an input into the transceiver that allows the host to
force a hardware reset of the transceiver at certain times (e.g.,
in the event of a serious system failure). The INT pin 412 is an
output of the transceiver which is asserted whenever the trans-
ceiver needs to notify host 411 of an event. In one embodi-
ment, an event is indicated by a non-zero status of the status
register which resides in bank 0xA4, offset 0x05. Optionally,
the INT 412 and RESET# 413 functionality is available by
polling the status register or reset register directly.

Use of interrupt pin 412 controls the packet interface. The
interrupt is incorporated here to eliminate the need of a poll
driven architecture and the host.

In one embodiment, this physical interface between the
host and the transceiver is HDMI compatible. That is, in one
embodiment, the wireless communication system includes an
apparatus to communicate with remote wireless devices (e.g.,
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WirelessHD devices) in the wireless network, where the
apparatus comprises: a host processor having an 1°C inter-
face; a transceiver having an I°C interface; and a physical
interface coupling the host processor and the transceiver that
includes an I°C bus coupled to the I°C interfaces of both the
host processor and the transceiver, and where the host pro-
cessor maps a message-based communication protocol to a
register-based communication protocol of an HDMI control-
ler device to communicate with that device using the I°C bus.
Thus, while an HDMI interface is register-based, the host
processor that uses a message-based protocol to communi-
cate can interface with the HDMI device over the I>C bus. In
one embodiment, the host processor controls the transceiver
using the physical interface as an AVC host. In another
embodiment, the apparatus includes an HDMI device
coupled to the I°C bus, wherein the host processor commu-
nicates with both HDMI device and the transceiver as an AVC
host using the I°C bus. Note that this I*C bus is not the I*C bus
that runs from the HDMI controller to the HDMI player (e.g.,
DVD player, TV, etc.). This is shown in FIG. 137. Because the
HDMI controller interface is used, there is no need for a
separate GPIO to be used by the host to communicate to the
controller; it can use the same interface it uses to communi-
cate with the transceiver. Thus, for a party at an HDMI device,
the host doesn’t need to set up a new driver on their host in
order to talk to that device. By allowing the WirelessHD
controller interface codes using the same bus as the HDMI
device, and no extra pins are required to support WIHD con-
troller interface and the host’s support of HDMI

In one embodiment, actions and communications on the
wireless network are initiated by the host system in one of two
ways—writing to specific control registers that enable spe-
cific action, or by sending packet data through the wireless
network. Packet formats and register definitions are described
in detail. In one embodiment, the format of packet messages,
for the most part, maintains the same packet format described
in Section 10 of the WirelessHD specification, “WirelessHD
Specification rev.1.0, Dec. 12, 2007” for connection control
and device control messages.

FIG. 5 illustrates one embodiment of the packet format of
host AVC messages. Referring to FIG. 5, the packet format
includes the following fields:

Function Type (byte 0)—As defined in the WirelessHD
specification, this field describes the function of this
operation:
connection control=0x00
device control=0x01
content protection=0x03
HDMI pass-through=0x04

Device Index (byte 1)—The index of the device as pro-
vided by the transceiver in the device list. For more
information, see section 0.

Opcode (bytes 2 and 3)—The opcode mirrors exactly the
definitions outlined in the WirelessHD specification for
audio/video control

Parameters (byte 4—byte 4 and 8)—These follow the
parameter definition and ordering shown in the Wire-
lessHD specification for audio/video control opcodes.

Example usages of'this packet format are shown herein, but
for completeness, a brief example is shown in FIG. 6. FIG. 6
describes the packet format of one embodiment of a Connect
Request message from a host system, which sends this mes-
sage in order to initiate a connection sequence to a remote
device. Contrast this format with the WirelessHD format for
AVC shown in FIG. 7.

In one embodiment, in the event that a message sent by the
host is rejected by the transceiver, a “Feature Abort” message
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is sent back to the host from the transceiver to indicate that the
operation is rejected. A reason for the rejection will also be
available in the abort message.

FIG. 8 illustrates one embodiment of a Feature Abort mes-
sage format. Referring to FIG. 8, the Feature Abort message
format has the following fields:

Function Type—function of the opcode being rejected

Opcode—the Feature Abort opcode is OxFF00

Device Index—device list index that the host attempted to

send a message to, but the transceiver needs to reject.

Rejected Opcode—the value of the rejected opcode

Reason Code—the cause of rejection

Reserved=0x00 (reason code reserved for Success)
Unrecognized Opcode=0x01
Not in correct mode to respond=0x02
Cannot provide source=0x03
Invalid operand=0x04
Refused=0x05
Timeout=0x06
Out of Sequence=0x07
Initialization

In one embodiment, the WirelessHD transceiver undergoes
an initialization sequence in order to operate properly on the
network. The initialization sequence differentiates between
the “on” state vs. the “active” state and allows the configura-
tion of the chip as part of the initialization stage. In one
embodiment, when the transceiver powers on, the transceiver
sends an interrupt to the host indicating that it is on line. The
transceiver comes up in the configuration mode where the
host can set specific parameters.

FIG. 9 illustrates the three states involved in one embodi-
ment of the initialization process. These states include reset
901, configuration (config) 902, and wait enable 903. Refer-
ring to FIG. 9, the transceiver begins in reset state 901 where
the transceivers initializes all internal hardware and software
subsystems. Once this completes, the transceiver enters con-
fig state 902 where wireless activity is still unavailable, but
configuration of the wireless system and debug diagnostics
are available via register bank access, which is described in
more detail below. After completing any necessary configu-
rations, in one embodiment, the wireless interface is enabled
before wireless operation become active. During this time,
the transceiver is in wait enable state 903. Once the wireless
interface is enabled, the transceiver is initialized (904).

FIG. 10 is a flow diagram of one embodiment of a wireless
transceiver initialization process. The process is performed
by processing logic that may comprise hardware (e.g., cir-
cuitry, dedicated logic, etc.), software (such as is run on a
general purpose computer system or a dedicated machine), or
a combination of both.

Reset WIHD (1001)

In one embodiment, there are a number of methods avail-
able to reset the transceiver chip. One method to reset the
transceiver and all wireless state information is to assert the
hardware reset pin.

In one embodiment, if the reset pin is not connected, a reset
can be invoked by writing to register bank 0xA4 (FIG. 76B),
offset 0x00 (a complete description of the registers is pro-
vided below). FIG. 11 illustrates a field description of a reset
register. Referring to FIG. 11, in one embodiment, writing
0x01 to register 0x00 of bank 0xA4 (FIG. 76B) will cause a
hardware reset to occur. Similarly, writing 0x02 to this regis-
ter causes a software reset.

Chip OK Status (1002)

After reset 1001, processing logic performs a test to deter-
mine if the chip status is ready for use. When the transceiver
is reset, none of the registers or banks are available for use
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until the transceiver completes re-initialization of its own
internal states. When the transceiver completes the re-initial-
ization process, the transceiver indicates to the host system
that the re-initialization is complete by updating the value of
a special control register called the status register. This reg-
ister resides in bank OxA4 (FIG. 76B), offset 0x05.

FIG. 12 illustrates Location 0 of Status register being set to
‘1’ by the transceiver when transceiver is loaded As shown in
FIG. 12, the least-significant bit (bit 0) will be logic ‘1’ in this
read-only register when the transceiver completes its own
re-initialization process. Note that the optional hardware
interrupt pin (412) will also assert to indicate to the host
system that the status register is non-zero. The interrupt pin
(412) stays asserted until the host clears all asserted bits of
this register. In one embodiment, when the host detects a
“CHIP LOAD?” event, it should then read the contents of
register bank 0xA4 (FIG. 76B), offset 0x07 (the system status
register) to monitor whether any system failures occurred.

FIG. 13 is a field description of a System status register.
Referring to FIG. 13, if all the bits of the system status register
are zero, then all modules in the transceiver have been initial-
ized and are operating normally.

When the host determines that the transceiver status is ok,
the host clears the status register. This may be performed by
writing a value of 0x01 to the write-only register in bank
0xA4, offset 0x06. As shown in FIG. 14, this action causes the
“CHIP LOAD” bit in register 0x05 to clear. In one embodi-
ment, the status register (bank 0xA4, offset 0x05) is a read-
only register, and attempting to clear bits on this register by
writing directly to offset 0x05 will have no effect.

At this point, the chip is now in a “configuration” state
where wireless configurations and settings can be modified.
Test and debug diagnostics settings can also be altered at this
time. The wireless interface itself, however, is not active yet.
Enable (1003)

After the chip is ok (1002), the physical hardware is now
online, but the wireless interface is not active until it is explic-
itly enabled by the host. In one embodiment, processing logic
enables the wireless interface (WIHD) by causing a value of
0x01 to be written to the write-only register in bank OxA4,
offset 0x04 (the host control register). FIG. 15 illustrates bit
location 0 of the Host Control register being set to ‘1° to
enable WIHD.

Enabled Status (1004)

In one embodiment, the wireless interface activation is
controlled by the host. When activated, set-up routines occur
on the transceiver device to initialize and activate the radio.
Once the radio is activated, the transceiver will join or initial-
ize a WirelessHD network. At this point, the transceiver is
considered to be enabled. The status register in bank OxA4,
offset 0x05 indicates that the wireless interface is available by
setting bit 1 to “1°. FIG. 16 illustrates bit location 1 is to be set
to ‘1’ by the transceiver when WIHD is enabled.

The host acknowledges this status by clearing the corre-
sponding bit in the clear register. FIG. 17 illustrates bit loca-
tion 1 that the host sets to ‘1’ to clear status register bit
location 1
Get Chip Info (1005)

With the chip enabled, all register banks are now active. In
one embodiment, the chip information consists of 3 bytes and
is stored in register bank 0xAO, offsets 0x00-0x03. FIG. 18
illustrates the transceiver chip information. Referring to FIG.
18, the device ID is a bit field which will return 0x01, if the
transceiver is configured for Sink devices, 0x02, if the trans-
ceiver is configured for Source devices, and 0x03 if the trans-
ceiver is configured to be either Sink or Source devices. The
device revision provides version information of the software
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revision resident in the transceiver, and the vendor ID reveals
the manufacturer of the transceiver.
Set Capabilities (1006)

In order for the transceiver to be visible on the wireless
network as an A/V device, the host first communicates its
capabilities information to the transceiver. As per the WiHD
specification, the transceiver uses the capabilities information
provided by the host in order to advertise itself as a node on
the WirelessHD network to other host systems. More specifi-
cally, according to the WiHD specification on the AVC layer,
the transceiver makes its presence known by communicating
the capabilities of the host system that it is attached to. As a
result, the transceiver cannot advertise itself (and thus, cannot
be visible) unless it first receives information from the host
describing this information. In one embodiment, the capabili-
ties consist of 29 bytes of information and are stored in
register bank OxAO, offsets 0x04-0x20. FIG. 19 illustrates
host capabilities block of AVC information register bank.

After populating the information of the host capabilities
registers, the host notifies the transceiver that the information
is ready. To achieve this, the host writes a value of 0x02 to the
write-only register in bank 0xA4 (FI1G. 76B), offset 0x04 (the
host control register). Until this action is performed, the trans-
ceiver does not parse or use any of the values written to the
host capabilities registers. FIG. 20 illustrates bit location 1 of
Host Control register that the host sets to ‘1’ to set host device
capabilities.

When the host indicates that the host device capabilities
fields are ready via the host control register, the transceiver
then parses the fields and makes itself visible on the wireless
network using the information provided by the host. The
transceiver automatically engages in device discovery ser-
vices and notifies the host asynchronously as remote devices
are detected.

Set Input Format (Sink Only—1007)

In one embodiment, sink devices perform one more opera-
tions in order to complete the initialization procedure. The
sink host provides the input format data to the transceiver, so
that it can be made available to remote source devices. In one
embodiment, input format data is similar to EDID formatting
data which is used in some wired connections, and consists of
222 bytes of information and is stored in register bank 0xAO
(FIG. 76B), offsets 0x21-0xFE as shown in FIG. 77 through
80 described in more detail below.

After populating the information of the input format reg-
isters, the host notifies the transceiver that the information is
ready. To achieve this, the host writes a value of 0x04 to the
write-only register in bank 0xA4 (FIG. 71), offset 0x04 (the
host control register). FIG. 21 illustrates bit location 2 that the
host sets to “1° to set host input format data. Until this action
is performed, the transceiver does not parse or use any of the
values written to the input format registers.

When the sink host indicates that the host input format
fields are ready via the host control register, the transceiver
then parses the fields and makes the information available to
any remote device requesting the input format of the sink
device. Note that in one embodiment setting the “INPUT
FORMAT DONE” bit on a source device has no effect.
Device Discovery

Device discovery is the operation whereby a system can
detect remote devices on a WirelessHD network. In one
embodiment, there are three stages to the discovery process
which are illustrated in FIG. 22. Referring to FIG. 22, the
three stages are:

device detect 2201—The transceiver receives the first

stimulus to begin the device discovery process. Through
the mechanisms provided by WirelessHD (which have
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not been included to avoid obscuring the invention), the
transceiver discovers a remote device and indicates to
the host that there is a change in the status of the network.

capability request 2202—The host can then make the
determination of whether it needs to request information
on a remote device.

capability response 2203—If the host needed to make a

capability request, then a response stage is necessary to
receive the requested information.

One embodiment of a corresponding state-machine of the
device discovery process is shown in FIG. 23. Referring to
FIG. 23, the device discovery state machine begins in the idle
state 2301. When a new device is detected, the state machine
transitions from 2301 to capabilities needed state 2302. When
at the capabilities needed state 2302, a capabilities request is
sent, at which time a state machine transitions to wait for
connect state 2303. It remains in this state until the transitions
back to the capabilities needed state 2302 with a capabilities
response when a capabilities response is received or to idle
state 2301 when all devices are up to date. The state machine
remains in idle state 2301 until a new device is detected. At
any point in the device discovery process, if the transceiver
detects a failure, the transceiver indicates this to the host by
issuing a “Feature Abort” command (opcode 0xFF00) to the
host with an appropriate reason code. If the host receives a
“Feature Abort” for a particular device, the host returns the
state variables back to the “IDLE” state for that device.

Note that in one embodiment, a “Capabilities Request” is
not issued from the transceiver to the host. It is unnecessary
for the transceiver to request capabilities from the host
because this information was already communicated to the
transceiver during the initialization phase as discussed herein.
For this reason, when a remote device requests capabilities,
the transceiver responds without involving the host system.
The following discussion describes each of the stages of the
device discovery process in greater detail.

Device Detect

FIG. 24 illustrates one embodiment of a device detect stage
of the discovery process. The transceiver receives the first
stimulus to begin the device discovery process. Through the
mechanisms enabled by WirelessHD, the transceiver discov-
ers remote devices in the wireless network 2400 in real-time
(2401). After the transceiver discovers a remote devices in the
wireless network, transceiver sends an interrupt 2402 to the
host. This interrupt includes a device list. The interrupt may
comprise interrupt 412 of FIG. 4. After receiving the interrupt
2402, the host reads the device list directly from the trans-
ceiver’s I°C register bank. When the device detection process
is complete, the host sends a clear interrupt 2405 to the
transceiver. As each new device is detected or existing devices
leave the network, the transceiver notifies the host through an
indexed bitmap table resident in the control register space.
One embodiment of the detect process flow is as follows:
New Device Detected

When the transceiver detects anew WirelessHD device, the
transceiver assigns an index value to that device and then
makes this information available to the host via the control
register bank OxA4, offsets 0x08-0x1F. These 24 registers
operate as 3 64-bit bitfields with each bit location represent-
ing an index value. FIG. 25 illustrates one embodiment of
device list index to bitfield mapping.

In one embodiment, Registers 0x08 through OxOF indicate
which device indices are HRRX capable; and registers 0x10-
0x17 indicate which device indices are HRTX capable. Reg-
isters 0x18-0x1F indicate all devices without filtering on
HRRX or HRTX capability. Note that it is possible for a single
device to be both HRRX capable and HRTX capable just as it
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is possible for a single device to be neither HRRX capable nor
HRTX capable. FIG. 26 shows an example device list with
three active devices detected. Referring to FIG. 26, the table
indicates that there are 3 discovered devices in the wireless
network at indices 0x02, 0x03, and 0x2C. Device index 0x02
is HRRX capable only, device 0x03 is simultaneously HRRX
capable and HRTX capable, and device 0x2C is both HRRX
and HRTX capable. In one embodiment, these register loca-
tions are read-only to the host system.

Thus the system uses bitmap device identification in a
wireless HD network. In FIG. 25, 64 devices can be included
in a wireless HD network. In a wireless HD network in prior
art wireless HD networks, capabilities requests would have to
be sent when discovering a new device to get the capability
response obtained. To handle 64 different devices it would
take extra bandwidth and force a lot of extra work when a
single or new or subset of the 64 devices have been added to
the network. The array in FIG. 25 makes it possible to know
the characteristics and device idea remote devices based on
good position memory. The network stairs can be immedi-
ately known without needing to query capabilities of all pos-
sible device IDs. The position in the array indicates what the
device does (sink, transmitter, position also allows to know
what the id of the device is as the bitmap location is its ID. The
array of FIG. 25 is stored in the bank of the I*C. When the
system wants to notify the host that there is at least one new
device that has been discovered or detected, the transceiver
sends an interrupt to the host which prompts the host to read
the 64 bits and parks that information. The host is only inter-
ested in connecting to transmitter devices, and quickly scans
the array to determine which those are by the position of the
array and then sends capabilities requests to get the informa-
tion.

In one embodiment, whenever the transceiver updates the
device list, the transceiver also simultaneously asserts the
interrupt pin (412 of FIG. 4) of the transceiver chip (2402 of
FIG. 24) and updates bit 0x02 of the status control register
which resides in register bank 0xA4 (FIG. 76B), offset 0x05.
FIG. 27 illustrates location 2 being set to ‘1 by the transceiver
when device list altered. Recall, that an action that requires
the attention of the host system asserts the interrupt pin (412)
and updates control register 0x05. In another embodiment,
whenever the transceiver updates the device list, the trans-
ceiver also asserts the interrupt pin (412 of FIG. 4) of the
transceiver chip (2402 of FIG. 24) substantially at the same
time and updates bit 0x02 of the status control register which
resides in register bank 0xA4 (FIG. 76B), offset 0x05.

Host Retrieval of New Device List

When the host detects a device list change, either by polling
the status register shown in FIG. 27 or waiting for the INT pin
to assert and then reading the status register, the host needs to
determine which devices are new. This determination is
largely dependent on the constraints of the host system. In one
embodiment, there are two methods in which the device list
determination can be accomplished.

One approach is for the host to renew the device list infor-
mation each time a device list change is indicated. Specifi-
cally, when the “DEVCAP RXD” bit is set as shown in FIG.
27, the host can request device capabilities for all active
indices every time. So, in the example device list of FIG. 26,
the host would assume indices 0x02, 0x03, and 0x2C are new
devices and request capabilities for all these devices. This
approach is inherently inefficient, since the next time a device
list update occurs, it will repeat capability requests to devices
it already knew about. For example, if the example system of
FIG. 26 received another device list update with the data
shown in FIG. 28 (an example device list update based on the
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system of FIG. 26), the method described above would
request capabilities of indices 0x02, 0x03, 0x06, and 0x2C.
This is valid, but inefficient since the host already had the
information for devices 0x02, 0x03, and 0x2C from the pre-
vious device list update notification.

An alternate approach is for the host to store its own local
copy of the 64-bit device list. On each subsequent device list
update, the host can filter out device indices that it already has
capabilities information for by comparing it against its own
local copy. For example, the example of FIG. 26 would result
in device capabilities being requested of index 0x02, 0x03,
and 0x2C. When the next device list update occurs and the
host retrieves the device list shown in FIG. 28, it would
recognize that the only new device added is index 0x06 and
that capabilities do not need to be re-requested for the others.

To further enhance processing efficiency, both 64-bit tables
do not need to be read if the host is only concerned about
HRRX devices or only HRTX devices. In this case, the host
may process only the bit table of interest and ignore the other
table.

FIG. 142 illustrates one embodiment of the bitmap device
identification. The process is performed by processing logic
that may comprise hardware (circuitry, dedicated logic, etc.),
software (such as is run on a general purpose computer sys-
tem or a dedicated machine), or a combination of both.

Referring to FIG. 142, the process begins by processing
logic storing the one or more bit maps in a first bank of
memory (processing block 14201) and processing logic stor-
ing device capability information in a second bank of memory
separate from the first bank of memory (processing block
14202). In one embodiment, one or more bitmaps are stored
as 24 registers that operate as 3 64-bit bitfields. In one
embodiment, the access of these memory banks is through an
I°C bus.

Subsequently, processing logic accesses the first bank of
memory to obtain one or more bitmaps that map each bit
location in the bitmap to an index value, where one index
value is assigned to each remote wireless media device of a
wireless network in a wireless communication system (pro-
cessing block 14203).

Next, processing logic examines the bitmap(s) and deter-
mines at least one characteristic of a remote wireless media
device and a device identifier that identifies the remote wire-
less media device in the wireless network based on bit posi-
tion in the one or more bitmaps (processing block 14204).

Using the information obtained from the bitmap(s) based
on bit position therein, processing logic selects, based on
information specified in the one or more bitmaps, one or more
of the remote wireless media devices in the wireless network
for which to obtain device specific information (processing
block 14205) and obtains the device specific information
from the second bank of memory (processing block 14206).
In one embodiment, the processing logic selects, based on
information specified in the one or more bitmaps, the one or
more of the remote wireless media devices by comparing the
one or more bitmaps with a previously received and stored
version of the one or more bitmaps to identify which bit
locations in the one or more bitmaps are different, and filter-
ing out, based on results of comparing the one or more bit-
maps to the previously received and stored version, device
indices for which device specific information has already
been obtained. In one embodiment, the device specific infor-
mation comprises device capabilities information.

In one embodiment, a first portion of the one or more bit
maps is reserved for a first type of remote wireless device
(e.g., a HRRX-capable only device) and a second portion of
the one or more bit maps, different than the first portion, is
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reserved for a second type of remote wireless device (e.g., a
HRTX-capable only device), where the first and second types
of remote wireless device are different. In another embodi-
ment, a third type of remote wireless device (e.g., a both
HRRX-capable and HRTX-capable device) has a character-
istic of both the first and second type of remote wireless
device and has a device identifier in both the first and second
portions of the one or more bit maps. In a fourth embodiment,
a fourth type of remote wireless device (e.g., aneither HRRX-
capable nor HRTX-capable device) has a characteristic of
neither the first nor second type of remote wireless device and
has a device identifier only in the third portions of the one or
more bit maps.

Confirm Receipt of Device List

The last step of the device detection stage is for the host to
confirm that the device list information has been read. In one
embodiment, the transceiver will not update the device list
again until the host confirms the receipt of the existing list.
Stated another way, the transceiver will not notify the host of
new device list changes, if previous device list changes are not
acknowledged.

To acknowledge the receipt of a device list update, the host
clears the “DEVCAP RXD” flag of the status register (regis-
ter bank Ox A4, offset 0x05) after reading the device list, and
applicable supplemental information. To clearthe “DEVCAP
RXD” flag, the host writes the value 0x04 to register bank
0xA4, offset 0x06 (the status clear register). FIG. 29 illus-
trates the host setting bit location 2 to ‘1’ to clear status
register bit location 2.

Note that in one embodiment actions mentioned above in
device detection stage should be performed prior to clearing
the “DEVCAP RXD” bit. While the bit is set, the transceiver
freezes the contents of the device list registers. After the bit is
cleared, the transceiver may alter the data in the device list
registers and it can no longer be assumed to reflect the state of
the network (until the next time the transceiver asserts the
“DEVCAP RXD” bit).

Capability Request

After completing the Device Detect stage, the host will
have determined whether there are any new devices discov-
ered on the wireless network. For each new device, the host
can choose to send a capabilities request message to obtain
additional information about that remote device. FIG. 30
illustrates one embodiment ofthe capabilities request stage of
discovery process. Referring to FIG. 30, when performing the
capabilities request, the host sends the capabilities request
3001 to the transceiver. In response to receiving the capabili-
ties request 3001 from the host, the transceiver sends the
capabilities request 3002 to the wireless network. After send-
ing the capabilities request 3002, the transceiver sends an
interrupt 3003 to the host indicating that the transmission has
been completed, and thereafter, the host sends a clear inter-
rupt 3004 to the transceiver to complete the capabilities stage
of the discovery process.

In one embodiment, a capabilities request is made by uti-
lizing the TX packet register bank OxAC. The appropriate
payload follows the format described in FIG. 5. So, for the
capabilities request, the host constructs a payload message
adhering to the structure depicted in FIG. 31. The definition of
each field is consistent with the definition listed in the Wire-
lessHD specification for the corresponding message. The
only field that is unique is the “Device Index” field which
corresponds to the index described in the device detect pro-
cess.

FIG. 32 illustrates the capabilities request message as it
would appear in register bank 0xAC (the I°C register bank).
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The portions of the register data that contain I°C header
information are the first three rows, whereas the actual pay-
load is the remainder.

The capabilities request message includes a bus identifier
(bus ID) that identifies the wireless device (e.g., WirelessHD
device) in the wireless network. Packets are encapsulated
with the bus ID and with the payload being the actual mes-
sage. The use of the bus ID in FIG. 31 provides the ability to
read at the same memory region for multiple purpose/appli-
cations (e.g., there are different application or models that
want to talk to disparate applications for different purposes).
That is, the use of the bus ID allows for dispatch capability
using the single physical interface that is between the host and
the transceiver device and the same location in memory can
be used at different times to store data for multiple wireless
devices. Thus, the bus ID allows for packeting interface to be
used in a memory protocol.

Once the Capabilities Request message is written to the
transmit register bank OxAC, the transceiver is notified that a
message is ready. This is accomplished by writing a value of
0x08 to control register bank OxA4, offset 0x04. FIG. 33
illustrates the host setting bit location 3 to ‘1’ to indicate that
TX data is ready for the transceiver.

When the “TX READY” flag is asserted, the transceiver
extracts the capabilities request from the register region. The
transceiver then simultaneously asserts INTERRUPT pin 412
and the “TX DONE” status flag of register bank Ox A4, offset
0x05. FIG. 34 illustrates location 4 is set to ‘1’ by the trans-
ceiver after it finishes extracting the TX message. Until the
transceiver indicates status of “TX DONE?”, the register con-
tents of bank OxAC (the transmit bank) should remain
unchanged.

To acknowledge receipt of the “TX DONE” flag and to
clear INTERRUPT pin 412, the host writes a value of 0x10 to
register bank 0xA4, offset 0x06 (the status clear register).
FIG. 35 illustrates the setting bit location 4 to ‘1’ to clear
status register bit location 4.

In the Device Detection example of FIG. 26, the capabili-
ties request process would need to be performed three times,
once for each device index (i.e.—0x02, 0x03, 0x2C).

In one embodiment, the host should clear status flags
promptly. Until the host clears a particular status flag, the
transceiver cannot assume that the host is aware of the status
change.

Capability Response

FIG. 36 illustrates one embodiment of capability response
stage of discovery process. Referring to FIG. 36, the capa-
bilities response stage of the discovery process begins with
the transceiver receiving capabilities response 3601 from the
wireless network. In response, the transceiver generates an
interrupt 3602 (e.g., interrupt 412) to notify the host. There-
after, the host reads the status register to determine the cause
of interrupt 3603 and subsequently reads the receive message
3604 corresponding to the capabilities response. Thereafter,
the host sends a clear interrupt signal 3605 to the transceiver
to clear the interrupt and complete the capability response
stage of the discovery process. When the transceiver receives
acapabilities request from the host, the transceiver will obtain
the requested information from the remote device. Once the
transceiver gets the information from the network, it formu-
lates an RX message in register bank OxA8 consistent with the
definition listed in FIG. 5. So, for the Capabilities Response,
the transceiver constructs a payload message adhering to the
structure depicted in FIG. 37. The definition of each field is
consistent with the definition listed in the WirelessHD speci-
fication for the corresponding message. The only field that is
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unique is the “Device Index” field which corresponds to the
index described in the device detect process of section O.

The properly formatted message as it would appear in the
I°C register bank (bank 0xAS8) is shown in FIG. 38. The
portions of the register data that contain I°C header informa-
tion are in the first three rows and the last row, whereas the
actual payload is the remainder.

Note that, in one embodiment, using the properly format-
ted messages, the single physical interface between the host
processor and the transceiver (as shown in FIG. 4) provides
for dispatch capability. That is, the host processor and the
transceiver use the single physical interface to gain access to
a memory (e.g., 4 banks of memory) that is reusable by the
host processor and the transceiver to exchange data, particu-
larly with respect to remote wireless devices (e.g., Wire-
lessHD devices). The memory is reusable in that regardless of
the application involved, data that is stored in the memory
corresponding to one of the remote wireless devices is iden-
tified with the use of two identifiers (e.g., BusID and Device
Index) that identifies the function of the message and the
remote wireless device. Thus, the memory is not assigned to
a particular message format or remote device. Information
can be moved into the memory as long as the function (and
hence, structure of the message packet) and wireless device
index is identified. The host processor can notify the trans-
ceiver that data is available for it in memory using one of two
options. As one option, the host processor can use the inter-
rupt signal. The second option is to periodically poll the status
register (Bank OxA4, offset 0x05). All stimulus which would
cause the interrupt signal to assert also corresponds to a bit
getting set in the status register, as discussed in the paragraph
below.

Once the Capabilities Response message is written to the
receive register bank 0xAS8, the transceiver notifies the host
that the message is ready by simultaneously asserting inter-
rupt pin 412 and the “RX READY” status flag of register bank
0x A4, offset 0x05. Note that a “Capabilities Response” never
needs to be generated by a host system (only received) since
the transceiver can automatically issue a “Capabilities
Response” to remote devices from the information provided
by the host during the initialization phase. FIG. 39 illustrates
Location 5 being set to ‘1” by the transceiver after it finishes
writing to the RX bank.

To acknowledge receipt of the “RX READY™ flag and to
clear the INTERRUPT pin, the host writes a value of 0x20 to
register bank OxA4, offset 0x06 (the status clear register).
FIG. 40 illustrates the host setting bit location 5 to ‘1 to clear
status register bit location 5.

Note that the contents of the receive register bank (0xAS8)
should be read prior to clearing the “RX READY™ bit. While
the bit is set, the transceiver freezes the contents of the receive
register bank. After the bitis cleared, the transceiver may alter
the data in the receive registers.

FIG. 143 is a flow diagram of one embodiment of a device
discovery process for use in a wireless communication sys-
tem. The process is performed by processing logic that may
comprise hardware (circuitry, dedicated logic, etc.), software
(such as is run on a general purpose computer system or a
dedicated machine), or a combination of both.

In one embodiment, the communication system in which
the device discovery process occurs is a wireless communi-
cation system having an apparatus for communicating with
WirelessHD devices in a wireless network, where the appa-
ratus comprises a host processor; a transceiver; a physical
interface coupling the host processor and the transceiver; and
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amemory accessible by the host processor and the transceiver
to exchange information between the host processor and the
transceiver.

Referring to FIG. 143, the process begins by processing
logic in the transceiver discovering a remote wireless device
in the wireless network (processing block 14301) and updates
the list of devices in response to discovering the remote wire-
less device has been added to the wireless network (process-
ing block 14302).

Next, processing logic in the transceiver notifies the host
processor of the remote wireless device (processing block
14303). In one embodiment, notifying the host processor of
the remote wireless device comprises asserting an interrupt to
the host processor. In another embodiment, notifying the host
processor of the remote wireless device is performed through
an indexed bitmap table resident in the memory. This may
occur by asserting the interrupt or setting a bit in a status
register (Bank O0xA4, offset 0x05). Thus, this bit indicates to
the host that the list of devices is available. In response, the
host processor accessing memory to obtain the indexed bit-
map table, comparing the indexed bitmap table with a previ-
ously stored table to determine any changes, and sending a
capabilities request from the host processor to the transceiver
for the remote wireless device if the host processor deter-
mines the remote wireless device is new based on results of
comparing the indexed bitmap table with a previously stored
table.

Then, processing logic in the transceiver requests capabili-
ties information from the remote wireless device prior to
receiving a request from the host processor for the capabilities
information (processing block 14304) and buffers the capa-
bilities information before the capabilities information is
requested by the host processor (processing block 14305).

At this point, after beginning to receive the capabilities
information from the remote wireless device, processing
logic inthe transceiver receives a capabilities request from the
host processor which requests the capabilities of the remote
wireless device (processing block 14306).

Thereafter, processing logic in the transceiver provides
access to the capabilities information (processing block
14307).

In one embodiment, receiving the capabilities request from
the host processor comprises the host processor storing a
capabilities request message in a first bank of the memory, the
host process sending a control message to a second bank of
the memory, the control message indicating to the transceiver
that the information exists in the first bank for the transceiver,
and the transceiver reading the capabilities request message
from the first buffer.

Connection Control

In order to appropriately establish streaming video/data
between two wireless devices, a connection sequence is per-
formed between the two devices. In one embodiment, the
protocol is consistent with WirelessHD, which is the under-
lying technology of this interface. In one embodiment, the
host processor and the transceiver use the memory banks to
perform connection control, particularly for exchanging
information for connection control information. More par-
ticularly, a first bank stores information being transferred
from the host processor to the transceiver, and a second bank
stores information being transferred from the transceiver to
the host processor, to facilitate full-duplex communication of
packet data between the host processor and the transceiver. In
one embodiment, the full-duplex communication conforms
to the WiHD packet structure. In one embodiment, the host
processor is operable to store data in the first bank while the
transceiver stores data in the second bank.
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In one embodiment, the information stored by the host
processor into the first bank of memory includes a connect
request message for use in a connection control process, and
the information stored by the transceiver into the second bank
of memory includes a connect response message for use in a
connection control process. This is shown in FIG. 144.

In one embodiment, the memory includes a third bank,
different than the first and second banks, having audio-video
information registers to store AV information obtained by the
transceiver from the wireless network regarding one or more
devices in the wireless network, and the transceiver stores a
message (e.g., a Capabilities Response message) indicating
that AV information associated with the one or more devices
is available and stores the AV information (e.g., input format
structure information) in the third bank for access by the host
processor. This is shown in FIG. 145.

The discussion below describes the connection control
process in more detail.

FIG. 41 illustrates one embodiment of the complete end-
to-end message flow between a Sink and Source device for the
connection and disconnection sequences. All connection con-
trol operations use the device indices generated as part of the
device discovery process. Before connections can be estab-
lished, the device discovery process described is performed.

One embodiment of a corresponding state-machine of the
connection control process is shown in FIGS. 42 and 43 and
for Sink and Source connection control state-machines,
respectively. In one embodiment, at any point in the state-
machine, if the transceiver detects a failure, the transceiver
indicates this to the host by issuing a “Feature Abort” com-
mand (opcode OxFF00) to the host with an appropriate reason
code. If the host receives a “Feature Abort” for a particular
device, it returns the state variables back to the “IDLE” state
for that connection.

FIG. 42 illustrates the sink host connection control state
machine. Referring to FIG. 42, the state process of the sink
host connection control starts at idle state 4201 and remains
there until there is a connection request from the host or a
remote connection request detected from a remote system on
the wireless network. Note that the connection request can
come from either the host that we are directly connected to or
from a remote host on the wireless network. In response to a
connect request, the state machine transitions from idle state
4201 to wait-for-connection-confirm state 4202. The state
machine waits in wait-for-connection-confirm state 4202
until a connect response is detected, at which time the state
machine transitions to wait-for-stream-start state 4203. If in
idle state 4201 and a remote connect request is detected, the
state machine transitions directly to wait-for-stream-start
state 4203. At wait-for-stream-start state 4203, the sink host
waits for an indication that the stream has started.

When the start of the stream detected, the state machine
transitions from wait-for-stream-start state 4203 to connected
state 4204. Once at connected state 4204, the state machine
transitions to idle state 4201 if a disconnect request initiated
by a remote host is detected. If at connect state 4204 and a
disconnect request is issued by the host that is connected to
the transceiver, the state machine transitions to wait-for-
stream-stop state 4205. When a stream stop is detected, the
state machine transitions from wait-for-stream-stop state
4205 to idle state 4201.

FIG. 43 illustrates the source host connection control state
machine. Referring to FIG. 43, the state process of the source
host connection control starts at idle state 4301 and remains
there until there is a connection request or a remote connec-
tion request detected. In response to a connect request, the
state machine transitions from idle state 4301 to wait-for-
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connection-confirm state 4302. The state machine waits in
wait-for-connection-confirm state 4302 until a connect
response is detected, at which time the state machine transi-
tions to wait-for-output-format(fimt)-response(resp) state
4303. If in idle state 4301 and a remote connect request is
detected, the state machine transitions directly to wait-for-
output-fmt-resp state 4303. At wait-for-output-fint-resp state
the source host waits until the output format response, and
upon being received, the state machine transitions to wait-for-
stream-start state 4204. At wait-for-stream-start state 4204,
the source host waits for an indication that the stream has
started.

When the start of the stream detected, the state machine
transitions from wait-for-stream-start state 4303 to connected
state 4305. Once at connected state 4305, the state machine
transitions to idle state 4301 if a disconnect request initiated
from a remote wireless device is detected. If in connect state
4305 and a disconnect request is issued by the host that is
connected to the transceiver, the state machine transitions to
wait-for-stream-stop state 4306. When a stream stop is
detected, the state machine transitions from wait-for-stream-
stop state 4306 to idle state 4301.

The following discussion describes the connection control
state flow in greater detail.

Connect Procedure

The transceiver host interface closely follows the connec-
tion sequence described in the WirelessHD specification.
FIG. 44 shows one embodiment of the end-to-end communi-
cation sequences which occurs to establish a connection
between two devices. The “Connect Request” and “Connect
Response” are bold-faced to highlight the fact that these
messages are bi-directional and can be initiated from either
the Sink or Source device. FIG. 45 is a flow diagram of one
embodiment of a wireless transceiver connect process. A
portion is applicable only to a Source device and a portion
applicable only to a Sink device, as indicated below.

Referring to FIG. 45, the process is performed by process-
ing logic that may comprise hardware (e.g., circuitry, dedi-
cated logic, etc.), software (such as is run on a general purpose
computer system or a dedicated machine), or a combination
of' both. The process begins with the source and sink devices
disconnected at processing block 4501. Thereafter, process-
ing logic test whether there has been a connection initiated
(processing block 4502). If not, processing logic tests
whether a remote connection has occurred (processing block
4503). If not, the process transitions to processing block 4502
where the process repeats.

If processing logic determines a connection has been ini-
tiated at processing block 4502, the process transitions to
processing block 4504 where processing logic of the source
sends a connection request. Then processing logic tests
whether there has been a connection response (processing
block 4505). If not, the process repeats at processing block
4504 until a connection response is received. When one does
occur, process transitions to processing block 4507.

If processing logic determines a remote connection has
occurred at processing block 4503, the process transitions to
processing block 4506 where processing logic of the device
receiving the connect request (a source or a sink) sends the
connection response and the process transitions to processing
block 4507 for source devices and transitions to processing
block 4510 for sink devices.

At processing block 4507, processing logic tests whether
the input format is available in the A/V registers Bank 0xAO,
offset 0x21-0xFE. Processing logic reads Bank 0xA4, offset
3, location 3 shown in FIG. 88 to determine if the Input
Format is available. If not, the process at processing block
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4507 repeats until the input format is ready. Once the input
format is ready, processing logic sends the output format
request (processing block 4508) and processing block checks
whether the output format has been received (processing
block 4509). If it has not, the process waits until the output
format has been received, at which time the process transi-
tions to processing block 4510. At processing block 4510,
processing logic tests whether the start stream indication is
provided by the transceiver. The start stream message indi-
cates that the bandwidth to transmit the streaming content
wirelessly is available. If the bandwidth is not available, the
process repeats until the bandwidth for the stream is obtained.
Once a stream start indication has been received, the sink and
source are connected (processing block 4511) and the stream-
ing content can be transmitted wirelessly.

The flow begins from a “disconnected” state. The device
must wait for an event, either triggered by a local event (i.e.,
user initiates a connection to a remote device) or by a remote
connection request. Once this occurs, information is passed
between the two devices to establish a suitable connection.
The following sub-sections describe each operation of the
flow diagram in greater detail.

Connect Request

As indicated in FIG. 45, the host issues a Connect Request
message to initiate a connection to a remote device. In one
embodiment, a connect request is initiated by utilizing the TX
packet register bank 0xAC. The appropriate payload follows
the format described in conjunction with FIG. 5. For the
Connect Request, the host constructs a payload message
adhering to the structure depicted in FIG. 46. The definition of
each field is consistent with the definition listed in the Wire-
lessHD specification for the corresponding message. The
only field which is unique is the “Device Index” field which
corresponds to the index described above in conjunction with
the device detect process.

The transceiver makes the input format information of one
remote device available to the (Source) host via direct register
access (bank 0xAO0). To ensure that the input format data
stored in the register bank corresponds with the current con-
necting device, the “RF” (Read Format) bit is set to ‘1’ when
initiating a connection from a Source host. FIG. 47 illustrates
a connect request message as it would appear in the TX
(0XAC) or RX (0xA8) register bank I°C register bank. The
portions of the register data that contain I°C header informa-
tion are in the first three rows and the last row, whereas the
actual payload is the remainder.

Once the Connect Request message is written to the trans-
mit register bank 0xAC, the host notifies the transceiver that
the message is ready to be sent. In one embodiment, this is
accomplished by the host writing a value of 0x08 to control
register bank 0xA4. FIG. 48 illustrates the host setting bit
location 3 to ‘1’ to indicate that TX data is ready for the
transceiver.

When the “TX READY™ flag is asserted, the transceiver
extracts the Connect Request from the register region. It then
simultaneously asserts INTERRUPT pin 412 and the “TX
DONE?” status flag of register bank 0xA4 (FIG. 76B), offset
0x05. FIG. 49 illustrates Location 4 being set to ‘1’ by the
transceiver after it finishes extracting the TX message. Until
the transceiver indicates status of “TX DONE”, the register
contents of bank OxAC (the transmit bank) are not altered.

To acknowledge receipt of the “TX DONE” flag and to
clear INTERRUPT pin 412, the host writes a value of 0x10to
register bank OxA4, offset 0x06 (the status clear register).
FIG. 50 illustrates the host setting bit location 4 to “1” to clear
status register bit location 4.
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FIG. 45 also indicates that the connection can be initiated
by the remote device, rather than the local host device. The
process flow of a remotely initiated Connect Request is simi-
lar to the flow described above. The transceiver populates the
receive register bank (0xA8) as shown in FIG. 47 and then
notifies the host that the message is ready by simultaneously
asserting interrupt pin 412 and the “RX READY” status flag
of register bank OxA4, offset 0x05. FIG. 51 illustrates Loca-
tion 5 being set to ‘1’ by the transceiver after it finishes writing
to the RX bank.

To acknowledge receipt of the “RX READY” flag and to
clear the INTERRUPT pin 412, the host writes a value of
0x20 to register bank 0xA4, offset 0x06 (the status clear
register). FIG. 52 illustrates the host setting bit location 5 to
‘1’ to clear status register bit location 5.

The host can now parse and use the information contained
in the connect request to prepare a connection and issue an
appropriate response.

Connect Response

When a Connect Request message is received from the
transceiver, the host responds to the sender of the Connect
Request with an appropriate Connect Response message as
indicated in FIG. 45. A Connect Response message can be
generated by utilizing the TX packet register bank OxAC. The
appropriate payload follows the format described in conjunc-
tion with FIG. 5. For the Connect Response, the host con-
structs a payload message adhering to the structure depicted
in FIG. 53. The definition of each field is consistent with the
definition listed in the WirelessHD specification for the cor-
responding message. The only field which is unique is the
“Device Index” field which corresponds to the index
described above in conjunction with the device detect pro-
cess.

FIG. 54 illustrates Connect Response message as it would
appear in the TX(0xAC) or RX(0xAS8) register bank (I°C
register bank). The portions of the register data that contain
I?C header information are the first three rows, whereas the
actual payload is in the remaining rows.

The host notifies the transceiver that the message is ready
to be sent by observing basic transmit handshaking rules
outlined in conjunction with FIG. 48-FIG. 50.

It is also possible to receive a Connect Response message
from a remote device as shown in FIG. 45. The handling is
similar to the flow described above and the description of
remote vs. local initiated messages discussed herein. The
transceiver populates the receive register bank (0xAR) as
shown in FIG. 54. The portions of the register data that con-
tain I°C header information are in the first three rows and the
last row, whereas the actual payload is the remainder. It will
then follow the same receive handshaking protocol as shown
in FIG. 51-FIG. 52.

Output Format Request

Once both sides involved in a connection sequence are
aware that a connection is being attempted (via the Connect
Request/Response exchange described above), the Source
host is ready to send the output format notification. If input
format information is requested during the connect control
sequence, the transceiver refreshes the input format informa-
tion in the register bank. This is discussed in more detail
below. Once it successfully refreshes the input format infor-
mation, it notifies the host by simultaneously asserting inter-
rupt pin 412 and the “INPUT FORMAT RXD” status flag of
register bank OxA4, offset 0x05. FIG. 55 illustrates Location
3 being setto ‘1’ by the transceiver after it finishes writing the
input format data.

Thehost clears the “INPUT FORMAT RXD” flag once this
status is detected since the transceiver will not alter the input
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format register data until it is specifically requested to do so
by the host. To clear the status and interrupt pin 412, the host
writes a value of 0x08 to register bank OxA4, offset 0x06 (the
status clear register). FIG. 56 illustrates the host setting bit
location 3 to ‘1’ to clear status register bit location 3.

With the input format information available in the AVC
information register bank (bank 0xA0), the Source host can
access this information to make a determination about the
appropriate output format to establish between the Source
and Sink devices. Once this determination is made, the
Source issues an appropriate Output Format Request message
as shown in the flow diagram of FIG. 45. A Connect Response
message can be generated by utilizing the TX packet register
bank OxAC. The appropriate payload follows the format
described in conjunction with FIG. 5. For the Output Format
Request, the host constructs a payload message, referred to as
the Output Format Request message adhering to the structure
depicted in FIG. 57. The definition of each field is consistent
with the definition listed in the WirelessHD specification for
the corresponding message. The only field which is unique is
the “Device Index” field which corresponds to the index
described above in conjunction with the device detect pro-
cess.

FIG. 58 illustrates Output Format Request message as it
would appear in the TX(0xAC) or RX(0xA8) register bank
(I*C register bank). The portions of the register data that
contain I°C header information are in the first three rows and
the last row, whereas the actual payload is the remainder. To
clear the status and the interrupt pin, the host writes a value of
0x40 to register bank 0xA4, offset 0x06 (the status clear
register).

Output Format Response

According to the WirelessHD specification, there are two
situations in which Output Format data is sent by the Source;
1) to establish a connection between two devices, and 2) to
update settings of an existing connection. During connection
control operations, the Source-side transceiver automatically
generates an Output Format Response on behalf of the Sink
host based on the information it receives in the Output Format
Request, Input Format information, and the ability to obtain
bandwidth from the wireless network. After reviewing these
pieces of information, the transceiver generates the appropri-
ate Output Format Response message as indicated in FIG. 45.
An Output Format Response message can be generated by
utilizing the TX packet register bank 0xAC. The appropriate
payload follows the format described in conjunction with
FIG. 5. For the Output Format Response, the host constructs
a payload message, referred to as the Output Format
Response message adhering to the structure depicted in FIG.
59. The definition of each field is consistent with the defini-
tion listed in the WirelessHD specification for the corre-
sponding message. The only field which is unique is the
“Device Index” field which corresponds to the index
described above in conjunction with the device detect pro-
cess.

FIG. 60 illustrates Output Format Response message as it
would appear in the TX(0xAC) or RX(0xA8) register bank
(I*C register bank). The portions of the register data that
contain I°C header information are in the first three rows,
whereas the actual payload is in the remaining rows.

The source transceiver will populate the receive register
bank (0xA8) as shown in FIG. 60. The portions of the register
data that contain I°C header information are in the first three
rows and the last row, whereas the actual payload is the
remainder. It then follows the same receive handshaking pro-
tocol as in FIG. 51-FIG. 52.
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Note the “Result Code” field of FIG. 59. It is possible that
a particular Output Format requested by the Source is denied
due to wireless bandwidth restrictions or other limitation. For
this reason, the Source host is prepared to re-negotiate a
different Output Format if a requested Format is denied.
Connection Complete

Once both sides of a connection agree upon a common
Output Format setting, the Source transceiver sends a Start
Stream Notify message to both the Source and the Sink hosts.
FIG. 61 illustrates a Payload structure of a Start Stream
Notify message. The definition of each field is consistent with
the definition listed in the WirelessHD specification for the
corresponding message. The only field which is unique is the
“Device Index” field which corresponds to the index
described above in conjunction with the device detect pro-
cess.

FIG. 62 illustrates Start Stream Notify message as it would
appear in the RX(0xA8) register bank. The portions of the
register data that contain I°C header information are in the
first three rows and the last row, whereas the actual payload is
the remainder.

After the transceiver writes this message to bank 0x A8, the
transceiver asserts the “RX READY” bit of the control bank
0xA4, offset 0x05. The host must then follow the same
receive handshaking protocol as in FIG. 51-FIG. 52. At this
point, the host can consider the connection successful.
Disconnect Procedure

FIG. 63 shows the end-to-end communication sequences
which must occur to disconnect a connection between two
devices. The “Disconnect Indication™ is bold-faced to high-
light the fact that this message is bi-directional and can be
initiated from either the Sink or Source device. FIG. 64 is a
flow diagram of one embodiment of a wireless transceiver
disconnect process.

The flow begins from a “connected” state. The device waits
for an event, either triggered by a local event (i.e.—user
initiates a disconnect to a remote device), by a remote discon-
nectrequest, or if the transceiver itself detects a wireless event
that requires it to intervene (i.e.—unexpected loss of device
on the wireless network). Once this occurs, information is
passed between the two devices to perform a mutual discon-
nection of the AV stream. The following sub-sections
describe each step of the flow diagram in greater detail.
Clearing Connection

As indicated in FIG. 63, the Source or Sink host issues a
Disconnect Notify message to initiate a disconnection from a
remote device. This is accomplished by utilizing the TX
packet register bank 0xAC. The appropriate payload follows
the format described above in conjunction with FIG. 5. For
the Disconnect Notify, the host constructs a payload message
adhering to the structure depicted in FIG. 65. The definition of
each field is consistent with the definition listed in the Wire-
lessHD specification for the corresponding message. The
only field which is unique is the “Device Index” field which
corresponds to the index described in the device detect pro-
cess of section 0.

FIG. 66 illustrates Disconnect Notify message as it would
appear in the TX(0XAC) or RX(0xAR) register bank (the I°C
register bank). The portions of the register data that contain
I°C header information are in the first three rows and the last
row, whereas the actual payload is the remainder.

Once the Disconnect Notify message is written to the trans-
mit register bank 0xAC, the host notifies the transceiver that
the message is ready to be sent. This is accomplished by
writing a value of 0x08 to control register bank OxA4, offset
0x04. FIG. 67 illustrates the host setting bit location 3 to ‘1’
to indicate that TX data is ready for the transceiver.
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When the “TX READY™ flag is asserted, the transceiver
extracts the Connect Request from the register region. It then
simultaneously asserts INTERRUPT pin 412 and the “TX
DONE?” status flag of register bank O0xA4, offset 0x05. FIG.
68 illustrates Location 4 being set to ‘1’ by the transceiver
after it finishes extracting the TX message. Until the trans-
ceiver indicates status of “TX DONE”, the register contents
of bank OxAC (the transmit bank) is not be altered.

To acknowledge receipt of the “TX DONE” flag and to
clear the INTERRUPT pin, the host writes a value of 0x10 to
register bank OxA4, offset 0x06 (the status clear register).
FIG. 69 illustrates the host setting bit location 4 to ‘1 to clear
status register bit location 4.

FIG. 64 also indicates that the connection can be initiated
by the remote device, rather than the local host device. The
process flow of a remotely initiated Connect Request is simi-
lar to the flow described above. The transceiver populates the
receive register bank (0xAS8) as shown in FIG. 47. It then
notifies the host that the message is ready by simultaneously
asserting INTERRUPT pin 412 and the “RX READY” status
flag of register bank 0xA4, offset 0x05. FIG. 70 illustrates
Location 5 being set to ‘1” by the transceiver after it finishes
writing to the RX bank.

To acknowledge receipt of the “RX READY™ flag and to
clear INTERRUPT pin 412, the host writes a value of 0x20 to
register bank OxA4, offset 0x06 (the status clear register).
FIG. 71 illustrates the host setting bit location 5 to ‘1 to clear
status register bit location 5.

Disconnect Complete

When the Source transceiver detects a Disconnect Notify
message, it initiates a bandwidth release process. When this
process completes, the Source transceiver sends a Stop
Stream Notify message to both the Source and the Sink hosts.
This message follows the payload structure depicted in FIG.
72. The definition of each field is consistent with the defini-
tion listed in the WirelessHD specification for the corre-
sponding message. The only field which is unique is the
“Device Index” field which corresponds to the index
described above in conjunction with the device detect pro-
cess.

FIG. 73 illustrates Stop Stream Notify message as it would
appear in the RX(0xA8) register bank (I°C register bank). The
portions of the register data that contain I°C header informa-
tion are in the first three rows and the last row, whereas the
actual payload is the remainder.

After the transceiver writes this message to bank OxAS, the
transceiver asserts the “RX READY™ bit of the control bank
0xA4, offset 0x05. The host then follows the same receive
handshaking protocol as in FIG. 70-FIG. 71. At this point, the
host can consider the disconnect complete.

Device Control

Device control permits high-level control over any device
in a WirelessHD network initiated by any of the constituent
devices in the network. The device control messages are
sent/received on the same RX/TX packet medium that device
discovery and connection control messages use. A primary
difference is that the function type for device control mes-
sages is 0x01, whereas it is 0x00 for device discovery and
connection control messages. FIG. 74 illustrates Payload
structure of a Device Control message. The opcode and
parameters correspond to those described in the WirelessHD
specification.

FIG. 75 illustrates a Device Control message as it would
appear in the RX(0xA8) or TX(0xAC) register bank. The
portions of the register data that contain I°C header informa-
tion are in the first three rows and the last row, whereas the
actual payload is the remainder.
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Register Banks

In one embodiment, the wireless communication system
includes an apparatus to communicate with remote wireless
devices (e.g., WirelessHD devices) in the wireless network.
The apparatus comprises: a host processor having an I°C
interface; a transceiver having an I°C interface; a physical
interface coupling the host processor and the transceiver, the
physical interface comprising an I°C bus coupled to the I°C
interface of both the host processor and the transceiver; and
multiple separate banks of memory in the transceiver and
accessible by the host processor and the transceiver to
exchange information between the host processor and the
transceiver, where the host processor accesses the memory
banks via its I°C interface.

In one embodiments, the multiple memory banks com-
prise: a first bank to store information being transferred from
the host processor to the transceiver; a second bank to store
information being transferred from the transceiver to the host
processor; a third bank to store control registers to control
interactions between the host processor and the transceiver;
and a fourth bank to store audio-video information registers to
store information obtained by the transceiver from the wire-
less network regarding one or more devices in the wireless
network and for use by the host processor. In one embodi-
ment, one or more of the control registers indicate when
communications are ready and in which memory locations in
the banks the data may be read or written to. In one embodi-
ment, the third bank stores one or more bitmaps that provide
information on a device list of devices in the wireless net-
work.

Inone embodiment, the four banks of memory are accessed
through the SDA and CLK lines (FIG. 4). This is shown in
FIG. 76 A where the I*C bus (SDA and clk) runs between two
I°C interfaces, I°C master controller 7601 and I°C slave con-
troller 7612. The reset and interrupt lines have not been shown
to avoid obscuring the invention. CPU 7620 interfaces to the
four blocks of memory through direct memory bus 7621,
while slave controller 7612 interfaces the other sides of the
memory banks to the I°C bus (and the host processor). The
host processor places the capabilities information as above
described in the AVC information registers. The Sink side
host places the Input Format in the AVC information registers,
whereas the Source side host reads the Input Format from the
AVC information registers.

In one embodiment, WirelessHD transceiver exposes four
register banks to the host system to control and communicate
on the wireless network. FIG. 76B illustrates one embodi-
ment of the register blocks. Referring to FIG. 76B, the four
register blocks comprise AVC information registers 7601,
control registers 7602, receive registers 7603 and transmit
registers 7604. In one embodiment, each of the banks have a
unique I°C device address (0xA0-0xAC) to distinguish the
bank and each ofthe banks are 256 bytes deep allowing for the
standard 8-bit addressing mode of I°C. Each of these will be
described in more detail below.

Note that use of bank separation of I°C information is
particularly useful. It allows the host system to optimize
interference to the radio and optimizes/reduces memory
requirements of the whole system. More specifically, the host
accesses these banks through the same I°C interface. The
memory requirements are reduced by allowing contextual
information to be stored in the AVC information registers
bank and does not have to be passed on to the other entity. For
example, the transceiver can have information about a wire-
less device in the wireless network stored in the AVC infor-
mation registers and then can notify the host system that the
information is there, instead of sending the information to the
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host itself. The host thereafter can access the information
directly and only the portions that are applicable to that spe-
cific host. In one embodiment, the transceiver notifies the host
at the same time the information being put in the AVC regis-
ters. Therefore, the host can optimize what they need to look
at and if the host does not need to access any of the informa-
tion in the memory, there is no communication bandwidth
wasted in providing access to the information for the host.
AVC Information Bank (0xA0/0xB0)

The AVC Information registers constitute a 256 byte region
which is used to store information that does not change or
rarely changes during the course of normal operation. As a
result, this section can be useful to the host to retrieve data on
an as-needed basis. FIG. 77-80 illustrate Register map of
AVC Info Registers. The registers in this bank would be
understood by those skilled in the art. FIG. 81 illustrates the
Bit-description of register 0x06. FIG. 82 illustrates the Bit-
description of register 0x07. FIG. 83 illustrates the Bit-de-
scription of register 0x22.

Control Bank (0xA4/0xB4)

The control register space is a 256 byte region that is used
to control interactions between the Host and transceiver. I°C
is a Master/Slave interface so the transceiver cannot use the
bus itself to throttle the Host communications. As a result, the
value of specific registers in this register space are used to
indicate when communications are ready and in which sec-
tions of the I°C register space the data can be read or written
to. FIG. 84 illustrates Control Register space format. The
following will describe these registers.

Reset Register

The reset register is used to cause the system to reset. There
are two reset types available to the developer, namely soft-
ware reset and hardware reset. A software reset causes the
system software to invoke the sequences to re-initialize the
embedded software code. A hardware reset causes the soft-
ware to assert a hardware signal which causes the hardware
(and software) to reset. F1G. 85 illustrates a Field description
of one embodiment of a Reset register. Referring to FIG. 85,
the fields may be sent as follows:
CLR_INPUT_FORMAT—write ‘1’ to clear input format

buffer
CLR_TX—write ‘1’ to clear transmit register space
CLR_RX-—write ‘1’ to clear receive register space
SW_RST—write ‘1’ to invoke software reset
HW_RST—write ‘1’ to invoke hardware reset
Power Mode

The power mode register makes it possible to override the
normal operational mode of the wireless system. Increasing
the power savings operational mode can cause a degradation
of the performance on the wireless link. FIG. 86 illustrates
Field description of Power Mode register. Referring to FIG.
86, the PWR_MODE field may be set as follows:

PWR_MODE ‘00’ = Full
‘01’ = Wake
‘10’ = Sleep
‘11’ = Standby

Interface Control

The interface control register makes it possible to configure
the behavior of the Host interface with the transceiver. FIG.
87 illustrates field description of Interface Control register.
Referring to FIG. 87, the RST_POL, INT_POL and BAUD
fields may be set as follows:
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RST POL ‘0" = active high
1’ = active low
INT_POL ‘0" = active high
1’ = active low
BAUD ‘00 =100 kHz
‘01’ =400 kHz
‘10’ =3.4 MHz
‘11” = Reserved
Ready State

The ready state register is a read-only register that the Host
can use to get high-level state information about the status of
the wireless device. FIG. 88 illustrates a field description of
Ready register. Fields in the Ready register may be set as
follows:

INPUT_FORMAT_READY ‘0’ = input format is not populated on

this device
1’ = input format is populated on
this device
DEVCAP_READY ‘0’ = device capabilities are not ready on
this device
1’ = device capabilities are ready on
this device
WIHD_READY ‘0’ = WiHD is off
‘1’=WiHD is on

WIHD_LOADED ‘0’ = WiHD chip is undergoing reset
‘1’ = WiHD chip is ready to take

commands

Host Control
The host control register is a write-only register that makes

it possible for the Host to invoke various operations on the

transceiver. In order to invoke any operation controlled by this
register, alogic 17 is written to the corresponding bit location.

FIG. 89 illustrates a field description of Host Control register.

Fields in the Host Controls may be set as follows:

RX_DONE—1" indicates that the Host has finished reading
the data in the RX registers.

TX_READY—1" indicates there is data waiting for the
transceiver in the TX registers.

INPUT_FORMAT DONE—*1" indicates that the Host fin-
ished writing to Input Format register space. Applies only
to Sink. Source reserves this bit.

DEVCAP_DONE—°1’ indicates that the Host finished writ-
ing to Device Capabilities region of register space.

INIT_WIHD—1" causes transceiver to activate wireless
operations.

Status
The status register is a read-only register that notifies the

Host of an asynchronous event that needs to be serviced. In

one embodiment, any bit in the state of logic ‘1’ indicates that

the event associated with the bit needs to be serviced. When-
ever any bit is non-zero, the hardware interrupt pin to the Host
will also assert. In one embodiment, status registers cannot be
cleared by the Host by writing to this register. Bits in this
register can only be cleared by writing to the Clear register

(0x06). FIG. 90 illustrates a field description of Status regis-

ter. Fields in the Host Controls may be set as follows:

RX_READY—°1" indicates that data in the RX registers
needs to be serviced by Host.

TX_DONE—1" indicates that transceiver finished servicing
data in TX registers.

INPUT_FORMAT RXD-—°1" indicates that the transceiver
finished receiving Input Format information from a remote
Sink device and it is now ready in the register space.
Applies only to Source. Sink reserves this bit.
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DEVCAP_RXD—*1" indicates that the transceiver received
an update to device capabilities list.

WIHD_ON—°1’ indicates that the transceiver finished ini-
tializing WiHD and is fully operational.

CHIP_LOAD—°1" indicates that the transceiver finished
reset sequence and is ready to accept commands. When this
bit is asserted, the host should read register 0x07 to detect
any system issues.

Clear

The Clear register is a write-only register which allows the
Host to clear interrupt sources listed in register 0x05, the
status register. FIG. 91 illustrates a field description of Clear
register. Fields in the Host Controls may be set as follows:
CLR_RX_READY—°1" clears RX_READY bit (register

0x05).

CLR_TX_DONE—1’clears TX_DONE bit (register 0x05).
CLR_INPUT_FMT RXD—1" clears INPUT_FOR-

MAT_RXD bit (register 0x05).
CLR_DEVCAP_RXD—1’ clears DEVCAP_RXD bit (reg-

ister 0x05).

CLR_WIHD_ON—*1" clears WIHD_ON bit (register 0x05).

CLR_WIHD_LOAD—1" clears WIHD_ONLINE bit (reg-
ister 0x05).

System Status

The system status register is a read-only register that noti-
fies the Host of any system level failures. Whenever a failure
occurs, the system will assert the “WiHD Load” bit in the
status (0x05) register. At that time, the Host monitors the
system status register for additional details. FIG. 92 illus-
trates a field description of System status register. Fields in
the Host Controls may be set as follows:
MEMORY_FAILURE—1" indicates that a memory failure

has occurred.

AVC_FAILURE—1’ indicates that an error occurred in the

AVC subsystem.

MAC_FAILURE—1" indicates that an error occurred in the

MAC subsystem.

RADIO_FAILURE—*1’ indicates that an error occurred in
the radio hardware.
DRIVER_FAILURE—‘1" indicates that an error occurred in

a peripheral driver.

Devcap Table

The devcap table is constructed of three 64-bit bitmaps
which provide information on the device list stored within the
transceiver hardware. The Host can use the information con-
tained in these bitmaps to determine which devices, if any, to
filter in obtaining device capabilities information of remote
devices. FIG. 93 illustrates a Bit-map layout of Devcap
HRRX registers.

Each time a “DEVCAP RXD” interrupt occurs, the Host
reads registers 0x08-0x0F to obtain the device index of all
wireless devices capable of receiving high-rate data. This
bit-map indicates a logic ‘1° for each of the 64 entries in the
device list of the transceiver which are HRRX capable. For
example, if the 64-bit map was read as,
“0x0000000000080014”, this immediately indicates that
there are 3 valid entries in the device list. The entries corre-
spond to index 19, 4, and 2 of the transceiver’s internal device
list. If the Host needs to obtain the device capabilities for any
of'these entries, requests this information from the transceiver
using the packet registers. F1G. 94 illustrates a Bit-map layout
of Devcap HRTX registers.

The registers (0x10-0x17) can be used to determine which
device indices are HRTX capable. This bit-map will indicate
a logic ‘1’ for each of the 64 entries in the device list of the
transceiver which are HRTX capable. Note, this bit-map
needs to be used in conjunction with the “Devcap HRRX”
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bit-map. It is possible for a device index to represent a device
capable of both HRRX and HRTX. FIG. 95 illustrates a
Bit-map layout of Device Index registers.

The registers (0x18-0x1F) indicate all devices in the net-
work regardless of whether it is HRTX capable, HRRX
capable, both, or neither. This table is useful when a host is
trying to ascertain the general state of the wireless network or
when looking for devices that include systems that have nei-
ther HRTX or HRRX capabilities.

In one embodiment, the devcap table is a particularly
important array since addressing any device on the wireless
network is based on the index entry in the devcap table array.
For example, if there are three devices discovered on the
wireless network, three corresponding entries will be flagged
in the devcap table. In order to address any of those devices,
the host system must use the index into the table to address
that specific device.

Wireless Control

Reserved
SoC S/W Version

The SoC system software which resides on the digital chip
of the WirelessHD radio makes its version available for read
access. FIG. 96 illustrates the SoC version label resides in the
Control register bank (0xA4), offsets 0xF7-0xFB. FIG. 97
illustrates a Bit-description of register OxF7.

System Tick

The System Tick registers are comprised of four registers
that are concatenated to form a 32-bit system clock value of
the transceiver. This value is stored as a little-endian value
with the least significant byte residing in register OxFC and
the most significant byte residing in register OxFF. FIG. 98
illustrates System Tick registers reside in the Control register
bank (0xA4), offsets OxFC-OxFF. The tick registers are
updated approximately every half-second. It is useful for
diagnostics and also can be used as a system heartbeat moni-
tor.

Receive (0xA8/0xB8)/Transmit (0xAC/0xBC) Bank

The receive/transmit register space is a 256 byte region that
is provided to the host as a receive buffer. That is, when the
transceiver needs to send packetized information to the Host,
it places the packet in this register space and asserts a control
flag to the Host. The format of this register space has the
capability to handle fragmented data. This makes the use of
this register space versatile providing a wide range of possible
applications. FIG. 99 illustrates a Register space format of
receiver. These registers are described in more detail below.
Bus ID

The Bus ID indicates the recipient application to receive
the payload message. Though a major purpose of the TX/RX
register banks is to convey AVC messages, the format has
been designed for generic use. In one embodiment, bus 1D
definitions are as follows:

GENERIC BUS=0x00

AVC BUS=0x01

MAC BUS=0x02

DEBUG BUS=0x04
Length

The length field indicates the total number of payload bytes
in this message. Due to header/checksum overhead, the maxi-
mum number of bytes possible is 252 bytes.

Sequence ID The sequence field (address 0x02), which is a
byte, is divided into two sections, a frame identifier and a
sequence number as shown in FIG. 100. The frame identifier
indicates which frame of a fragment this packet is associated
with. The sequence identifier indicates the sequential order of



US 9,264,762 B2

31

the fragment. These two fields allow a recipient to reconstruct
fragmented data. In one embodiment, the fields may be set as
follows:

FRAME ‘00° = first fragment
‘01’ = middle fragment
10’ = last fragment
11’ = no fragment
SEQUENCE indicates the sequential order of the fragemented data.
Note that if a frame identifier of a packet is *11°
(no fragment) this field is ‘don’t care’.
Payload

The payload data is application specific information. The
I°C layer simply forwards this data.

Checksum
The checksum is a simple 8-bit checksum of the entire

payload region of the packet. For example, if the payload data

is: 0x1122334455667788, the checksum of this data is 0x65.

The location of the checksum byte is at the end of the payload

data.

Description of AVC Messages
The following contains a description of all AVC messages

that can be issued by a host to the radio transceiver in one

embodiment. The expected response, timeout scenario, and
failure cases are described for each message.

Device Discovery Messages

Device Capabilities Request
FIG. 101 illustrates a device capabilities message. This

command issues a request to obtain capabilities information

from a remote WirelessHD compliant device.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00 to indicate the Connection Control
function type.

Device Index—Indicates the device index to request capabili-
ties for.

Opcode—The opcode corresponding to Capabilities
Request. This value must be 0x0000 for Capabilities
Request.

Requested Types—The requested types is a bit-field that indi-
cates which capabilities should be provided by the remote
device. By asserting one or more of the bits in this bit-field,
the host can requested specific capabilities information
from a remote device. The remote device will package the
requested information in a series of “type-length-value”
(TLV) packets which are packaged in the “Capabilities
Response” message. FIG. 102 illustrates field locations for
the Requested Types bit-field.

Total Length—Indicates the total number of octets used by
the Capabilities Request message to send “type-length-
value” (TLV) data. Currently, this is a reserved feature so
this value should be set to “0”.

Expected Response:

The expected response to this message is a Capabilities
Response message. The remote host does not need to generate
the Capabilities Response message since the transceiver on
the remote side has already obtained all the necessary infor-
mation from the host during the initialization process.

FIG. 103 illustrates a capabilities response message. The
parameters of the message are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00 to indicate the Connection Control
function type.

Device Index—Indicates the device index of the sender of the
Capabilities Response message.
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Opcode—The opcode corresponding to Capabilities
Response. In one embodiment, this value is 0x0001.

Total Length—Indicates the total number of octets used by
the Capabilities Response message to send “type-length-
value” (TLV) data.

Type-Length-Value packets—A series of “type-length-
value” packets are appended to the end of the Capabilities
Response message. These correspond to the “Requested
Types” field in the Capabilities Request message. The
numerical value of the “type” corresponds to the bit posi-
tion of the requested type shown in FIG. 102. For example,
the type value “2” corresponds to MAC address whereas a
type value of “3” corresponds to Input Format.

Timeout:

For a properly formatted Capabilities Request message, the
transceiver responds with a Capabilities Response almost
immediately. If, for some reason, the transceiver is unable to
obtain the capabilities of the remote device, a Feature Abort
message will be generated and sent to the host indicating a
timeout. FIG. 104 illustrates a Feature Abort message indi-
cating a failure to obtain Capabilities Request information.
The parameters of the message are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00’ to indicate the Connection Control
function type.

Device Index—Indicates the device index of the remote unit
that Capabilities are being requested from.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF00.

Rejected Opcode—The opcode of the message that failed. In
this case, the Capabilities Request has failed, so the value is
0x0000.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The two possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued.

Invalid Operand (0x04)—If the device index or requested
types field is invalid, a Feature Abort message with this
reason code will be issued.

Connection Control Messages

Connect Request
FIG. 105 illustrates a Connect Request message. This com-

mand issues a request to establish a streaming connection to

a remote WirelessHD compliant device.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00’ to indicate the Connection Control
function type.

Device Index—Indicates the device index to connect to.

Opcode—The opcode corresponding to Connect Request.
This value is 0x0002.

Port—The port is the local identifier on the local host that the
remote device must connect to. The host can use any
scheme to assign local identifiers. Port numbering
becomes critical in systems that can support multiple
streams simultaneously.

VP—Indicates that the port identified in this message will
carry video data.

AP—Indicates that the port identified in this message will
carry audio data.
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S—Indicates that the port identified in this message will
function as a sink device.

RF—Indicates that the source device in this connection needs
the Input Format information to be sent from the sink.

Total Length—Indicates the total number of octets used by
the Connect Request message to send “type-length-value”
(TLV) data. Currently, this is a reserved feature so this
value should be set to “0”.

Expected Response:

The expected response to this message is a Connect
Response message. This message is described in detail above.
Timeout:

For a properly formatted Connect Request message, the
transceiver should responds with a Connect Response mes-
sage. If, for some reason, the transceiver is unable to obtain
the response of the remote device, a Feature Abort message
will be generated and sent to the host indicating a timeout.
FIG. 106 illustrates a Feature Abort message indicating a
failure to obtain a Connect Response. Its parameters are:
Function Type—Indicates the function type of the opcode.

This value is ‘0x00 to indicate the Connection Control

function type.

Device Index—Indicates the device index of the remote unit
that a connection is being attempted on.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF0O.

Rejected Opcode—The opcode of the message that failed. In
this case, the Connect Request has failed, so the value is
0x0002.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. Thetwo possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued.

Invalid Operand (0x04)—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

Connect Response
FIG. 107 illustrates a Connect Response message. This

command issues a confirmation response to establish a

streaming connection to a remote WirelessHD compliant

device. This message is only sent in response to a Connect

Request message.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00 to indicate the Connection Control
function type.

Device Index—Indicates the device index to send response
to.

Opcode—The opcode corresponding to Connect Response.
This value is 0x0003.

Result Code—This field indicates the result of the connection
request. A value of “0” indicates success, whereas “1”
indicates failure.

Port—There are two ports associated with any connection—
the logical port on the sink and the logical port ofthe source
device. If the remote device indicated that the remote
device is the sink device via the Connect Request message,
then the recipient of the Connect Request message should
serve as the Source for this connection sequence. As a
result, the Port specified in the Connect Request message
should be returned in the Connect Response as the Sink
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Port, and a numeric identifier should be generated by the

local device as the Source Port.

VP—Indicates that the port identified in this message will
carry video data.

AP—Indicates that the port identified in this message will
carry audio data.

RF—Indicates that the source device in this connection needs
the Input Format information to be sent from the sink.

Total Length—Indicates the total number of octets used by
the Connect Response message to send “type-length-
value” (TLV) data. Currently, this is a reserved feature so
this value should be set to “0”.

Expected Response:

None. No response is explicitly expected in response to a
Connect Response message.

Timeout:

For a properly formatted Connect Response message, the
transceiver should not need to provide any further feedback to
the host to indicate a success condition. If, for some reason,
the transceiver is unable to send the message to the destina-
tion, a Feature Abort message will be generated and sent to the
host indicating a timeout. FIG. 108 illustrates a Feature Abort
message indicating a failure to send the Connect Response.
Its parameters are as follows:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00’ to indicate the Connection Control
function type.

Device Index—Indicates the device index of the remote unit
that the message is being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF00.

Rejected Opcode—The opcode of the message that failed. In
this case, the Connect Response has failed, so the value is
0x0003.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The three possible causes of failure corre-
spond to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code is issued.

Invalid Operand (0x04 )—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

Out of Sequence (0x07)—If the Connect Response is sent to
a recipient that has not issued a Connect Request, the Out
of Sequence reason code will be sent to the host.

Output Format Request
FIG. 109 illustrates an Output Format Request message.

This command issues a request to the transceiver to obtain

wireless bandwidth to begin streaming data. This message is

only valid from the Source device.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00’ to indicate the Connection Control
function type.

Device Index—Indicates the device index to establish stream
to.

Opcode—The opcode corresponding to the Output Format
Request message. This value must be 0x0007.

Result Code—This field is unused for the Output Format
Request.

Port—There are two ports associated with any connection—
the logical port on the Sink and the logical port of the
Source device. The values of these fields and the determi-
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nation of which device will perform Sink vs. Source role

has already been established during the Connect Request/

Response. This message must use values that were estab-

lished at the time of the Connect Request/Response mes-

sages.

VP—Indicates that the port identified in this message will
carry video data.

AP—Indicates that the port identified in this message will
carry audio data.

Total Length—Indicates the total number of octets used by
the Output Format Request message to send “type-length-
value” (TLV) data. As per the WirelessHD specification,
the host needs to send video and/or audio information to the
transceiver so that it can determine the appropriate band-
width to reserve on the wireless channel.

Expected Response:

There are two responses that follow the Output Format
Request message. The first is the Output Format Response
message. This message will indicate whether the correspond-
ing bandwidth associated with the request can be obtained.
The result code will indicate success (0) or failure (1). If the
bandwidth reservation fails, the host must issue a new Output
Format Request to attempt to reserve stream bandwidth. In
order to increase the likelihood of success, the host may need
to request lower resolution video or decreased resolution in
audio.

FIG. 110 illustrates an Output Format Response message.
Its parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00 to indicate the Connection Control
function type.

Device Index—Indicates the device index of the remote
device to which a stream is being established.

Opcode—The opcode corresponding to Output Format
Response. This value is 0x0008.

Result Code—This field indicates the result of the Output
Format Request. A value of “0” indicates success, whereas
“1” indicates failure.

Port—There are two ports associated with any connection—
the logical port on the Sink and the logical port of the
Source device. The values of these fields and the determi-
nation of which device will perform Sink vs. Source role
has already been established during the Connect Request/
Response. This message must use values that were estab-
lished at the time of the Connect Request/Response mes-
sages.

VP—Indicates that the port identified in this message will
carry video data.

AP—Indicates that the port identified in this message will
carry audio data.

Once the transceiver determines that sufficient bandwidth
exists in order to establish a stream, the actual reservation
process will be executed. When this successfully completes,
a Stream Start message will be generated by the transceiver
and sent to the host on both sides of the connection.

FIG. 111 illustrates a Stream Start Notify message. Its
parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00 to indicate the Connection Control
function type.

Device Index—Indicates the device index of the remote
device to which a stream is being established.

Opcode—The opcode corresponding to Stream Start Notify.
This value is 0x0005.

Result Code—This field indicates the result of the Stream
Start Notify message. A value of “0” indicates success,
whereas “1” indicates failure.
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Stream Index—The transceiver assigns every stream with a
unique index. This can be used by the host to uniquely
identify the active streams, particularly if the host is
capable of supporting multiple streams.

Port—There are two ports associated with any connection—
the logical port on the Sink and the logical port of the
source device. The values of these fields and the determi-
nation of which device will perform sink vs. source role has
already been established during the Connect Request/Re-
sponse. This message must use values that were estab-
lished at the time of the Connect Request/Response mes-
sages.

VP—Indicates that the port identified in this message will
carry video data.

AP—Indicates that the port identified in this message will
carry audio data.

Total Length—Indicates the total number of octets used by
the Stream Start Notify message to send “type-length-
value” (TLV) data. Currently, this is a reserved feature so
this value should be set to “0”.

In general, the Stream Start message will not fail since it
implies that the Output Format Request succeeded. Though
unlikely, it is possible that the Output Format Request suc-
ceeds but then bandwidth becomes unavailable due to an
unexpected reason. Should this occur, the Stream Start mes-
sage will fail (via Result Code). If this happens, the host
issues a new Output Format Request message.

Timeout:

None. A timeout does not exist for the Output Format
Request message. A response will be available upon perform-
ing a bandwidth check.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The three possible causes of failure corre-
spond to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued.

Invalid Operand (0x04 )—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.
This message is also generated if the Port and VP/AP
information does not match the values that were set during
the Connect Request/Response dialogue.

Out of Sequence (0x07)—If the Output Format Request mes-
sage is sent by a device that is not the source, or is sent by
a source that has not successtully undergone the Connect
Request/Response dialogue, the Out of Sequence reason
code is sent to the host.

Disconnect Notify
FIG. 112 illustrates a Disconnect Notify message. This

command notifies the remote device that the stream needs to

be terminated.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00’ to indicate the Connection Control
function type.

Device Index—Indicates the device index to notify.

Opcode—The opcode corresponding to the Disconnect
Notify message. This value is 0x0004.

Port—There are two ports associated with any connection—
the logical port on the sink and the logical port of the source
device. The values of these fields and the determination of
which device will perform sink vs. source role has already
been established during the Connect Request/Response.
This message must use values that were established at the
time of the Connect Request/Response messages.
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VP—Indicates that the port identified in this message will
carry video data.

AP—Indicates that the port identified in this message will
carry audio data.

Expected Response:

The expected response of the Disconnect Notify message
is the Stream Stop message. This message is not generated by
the remote host, but is issued by the transceivers once the
streams are terminated. FIG. 113 illustrates a Stream Stop
message. Its parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00 to indicate the Connection Control
function type.

Device Index—Indicates the device index of the remote
device to which a stream is being established.

Opcode—The opcode corresponding to Stream Stop mes-
sage. This value is 0x0006.

Result Code—This field indicates the result of the Stream
Stop message. A value of “0” indicates success, whereas
“1” indicates failure.

Stream Index—The unique stream index was assigned during
the Stream Start process. [f the host was tracking the active
streams using this index, it can be used here to perform any
necessary cleanup associated with this stream.

Port—There are two ports associated with any connection—
the logical port on the sink and the logical port ofthe source
device. These fields and which device will perform sink vs.
source role have already been established during the Con-
nect Request/Response. This message must use values that
were established at the time of the Connect Request/Re-
sponse messages.

VP—Indicates that the port identified in this message will
carry video data.

AP—Indicates that the port identified in this message will
carry audio data.

Timeout:

For a properly formatted Disconnect Notify message, the
transceiver does not provide any further feedback to the host
to indicate a success condition. If, for some reason, the trans-
ceiver is unable to send the message to the destination, a
Feature Abort message will be generated and sent to the host
indicating a timeout. FIG. 114 illustrates a Feature Abort
message indicating a failure to send the Disconnect Notify. Its
parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x00 to indicate the Connection Control
function type.

Device Index—Indicates the device index of the remote unit
that the message is being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF0O.

Rejected Opcode—The opcode of the message that failed. In
this case, the Disconnect Notify has failed, so the value is
0x0004.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The three possible causes of failure corre-
spond to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued.

Invalid Operand (0x04)—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.
This message will also be generated if the Port and VP/AP
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information does not match the values that were set during

the Connect Request/Response dialogue.

Out of Sequence (0x07)—If the Disconnect Notify message
is sent by a host that is not currently connected, the Out of
Sequence abort message will be issued.

Device Control Messages
FIG. 115 illustrates a Device Control message. Device

Control commands are largely treated as pass-through mes-

sages by the transceiver.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x01’ to indicate the Device Control function
type.

Device Index—Indicates the device index to send message to.

Opcode—The opcode corresponding to the specific Device
Control message to be sent. The WirelessHD specification
provides greater details on the available commands.

Param—The parameters associated with a specific Device
Control message.

Expected Response:

None. Itis possible for specific Device Control messages to
have
Timeout:

For a properly formatted Device Control message, the
transceiver does not provide any further feedback to the host
to indicate a success condition. If, for some reason, the trans-
ceiver is unable to send the message to the destination, a
Feature Abort message will be generated and sent to the host
indicating a timeout. FIG. 116 illustrates a Feature Abort
message indicating a failure of a Device Control message. Its
parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x01’ to indicate the Device Control function
type.

Device Index—Indicates the device index of the remote unit
that the message is being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF00.

Rejected Opcode—The opcode of the message that failed.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The two possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued.

Invalid Operand (0x04 )—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

HDMI Pass-Through Messages

HDMI Pass-Through Request
FIG. 117 illustrates a HDMI Pass-Through Request mes-

sage. This command issues a request to provide a pass-

through connection of HDMI messages between two Wire-
lessHD compliant devices.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04° to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to enable an HDMI
Pass-Through link.

Opcode—The opcode corresponding to the HDMI Pass-
Through Request. This value must be 0x0000.

PT—Indicates whether to enable (1) or disable (0) Pass-
Through.
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Expected Response:

The expected response to this message is an HDMI Pass-
Through Response message. This message is described in
detail further below.

Timeout:

For a properly formatted HDMI Pass-Through Request
message, the transceiver should respond with a HDMI Pass-
Through Response message. If, for some reason, the trans-
ceiver is unable to obtain the response of the remote device, a
Feature Abort message will be generated and sent to the host
indicating a timeout. FIG. 118 illustrates a Feature Abort
message indicating a failure to obtain an HDMI Pass-
Through Response. Its parameters include:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index of the remote unit
that the Pass-Through message could not be sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF0O.

Rejected Opcode—The opcode of the message that failed. In
this case, the HDMI Pass-Through Request has failed, so
the value is 0x0000.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. Thetwo possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued.

Invalid Operand (0x04)—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

HDMI Pass-Through Response
FIG. 119 illustrates an HDMI Pass-Through Response

message. This command issues a confirmation response to
establish a pass-through connection of HDMI messages
between two WirelessHD compliant device. This message is
only sent in response to an HDMI Pass-Through Request
message.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to issue a response.

Opcode—The opcode corresponding to the HDMI Pass-
Through Response. This value is 0x0001.

Result Code—This field indicates the result of the HDMI
Pass-Through request. A value of “0” indicates success,
whereas “1” indicates failure.

Expected Response:

None. No response is explicitly expected in response to a
HDMI Pass-Through Response message.

Timeout:

For a properly formatted HDMI Pass-Through Response
message, the transceiver does not provide any further feed-
back to the host to indicate a success condition. If, for some
reason, the transceiver is unable to send the message to the
destination, a Feature Abort message will be generated and
sent to the host indicating a timeout. FIG. 120 illustrates a
Feature Abort message indicating a failure to send the HDMI
Pass-Through Response. Its parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.
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Device Index—Indicates the device index of the remote unit
that the original message was being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF00.

Rejected Opcode—The opcode of the message that failed. In
this case, the HDMI Pass-Through Response has failed, so
the value is 0x0001.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The three possible causes of failure corre-
spond to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued.

Invalid Operand (0x04 )—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

Out of Sequence (0x07)—If the HDMI Pass-Through
Response is sent to a recipient that has not issued a HDMI
Pass-Through Request, the Out of Sequence reason code
will be sent to the host.

EDID Request
FIG. 121 illustrates a DID Request message. This com-

mand issues a request for EDID information from a Sink

device.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04° to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to request EDID
information from.

Opcode—The opcode corresponding to the HDMI Pass-
Through Request. This value is 0x0002.

Expected Response:

The expected response to this message is an EDID
Response message. This message is described in detail in
section 0.

Timeout:

For a properly formatted EDID Request message, the
transceiver should respond with an EDID Response message.
If, for some reason, the transceiver is unable to obtain the
response of the remote device, a Feature Abort message will
be generated and sent to the host indicating a timeout. FIG.
122 illustrates a Feature Abort message indicating a failure to
obtain an EDID Response. Its parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04° to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index of the remote unit
that the Pass-Through message could not be sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF00.

Rejected Opcode—The opcode of the message that failed. In
this case, the EDID Request has failed, so the value is
0x0002.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The two possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued. This message



US 9,264,762 B2

41

will also be issued if the appropriate Pass-Through

Request/Response handshake has not been established

between the two devices.

Invalid Operand (0x04)—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

EDID Response
FIG. 123 illustrates an EDID Response message. This

command provides EDID information to a Source device. Itis

only sent when prompted by an EDID Request message.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to send EDID
information to.

Opcode—The opcode corresponding to the HDMI Pass-
Through Request. This value is 0x0003.

Result Code—This field indicates the result of the EDID
request. A value of “0” indicates success, whereas “1”
indicates failure.

Number of Blocks—Number of 128-octet EDID blocks are
contained in this message.

Expected Response:

None. No response is explicitly expected in response to an
EDID Response message.

Timeout:

For a properly formatted EDID Response message, the
transceiver doesn’t provide any further feedback to the hostto
indicate a success condition. If, for some reason, the trans-
ceiver is unable to send the message to the destination, a
Feature Abort message will be generated and sent to the host
indicating a timeout. FIG. 124 illustrates a Feature Abort
message indicating a failure to send the EDID Response. Its
parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index of the remote unit
that the original message was being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF0O.

Rejected Opcode—The opcode of the message that failed. In
this case, the EDID Response has failed, so the value is
0x0003.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The three possible causes of failure corre-
spond to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued. This message
will also be issued if the appropriate Pass-Through
Request/Response handshake has not been established
between the two devices.

Invalid Operand (0x04)—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

Out of Sequence (0x07)—If the EDID Response is sent to a
recipient that has not issued a HDMI EDID Request, the
Out of Sequence reason code will be sent to the host.

Data Island Notity
FIG. 125 illustrates a Data Island Notify message. This

command provides EDID information to a Source device. Itis

only sent when prompted by an EDID Request message.
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Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04° to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to send the Data
Island packet to.

Opcode—The opcode corresponding to the Data Island
Notify message. This value is 0x0004.

Port—There are two ports associated with any connection—
the logical port on the sink and the logical port of the source
device. These fields and which device will perform sink vs.
source role have already been established during the Con-
nect Request/Response. This message uses values that
were established at the time of the Connect Request/Re-
sponse messages.

VP—Indicates that the port identified in this message will
carry video data.

AP—Indicates that the port identified in this message will
carry audio data.

Frame—Frame number that the Data Island Notify message
should apply to.

Total Length—Indicates the total number of octets used by
the Data Island Notify message to send “type-length-
value” (TLV) data.

Expected Response:

None. No response is explicitly expected in response to a
Data Island Notify message.

Timeout:

For a properly formatted Data Island Notify message, the
transceiver does not need to provide any further feedback to
the host to indicate a success condition. If, for some reason,
the transceiver is unable to send the message to the destina-
tion, a Feature Abort message will be generated and sent to the
host indicating a timeout. FIG. 126 illustrates a Feature Abort
message indicating a failure to send the Data Island Notify. Its
parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04° to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index of the remote unit
that the original message was being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF00.

Rejected Opcode—The opcode of the message that failed. In
this case, the Data Island Notify message has failed, so the
value is 0x0004.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The two possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued. This message
will also be issued for two other cases: 1) the appropriate
Pass-Through Request/Response handshake has not been
established between the two devices, 2) a successful con-
nection control link has not been established between the
two WirelessHD devices.

Invalid Operand (0x04 )—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.
This message will also be generated if the Port and VP/AP
information does not match the values that were set during
the Connect Request/Response dialogue.



US 9,264,762 B2

43

CEC Notify
FIG. 127 illustrates a CEC Notify message. This command

forwards a CEC message to a remote device on the Wire-

lessHD network.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to send the CEC
packet to.

Opcode—The opcode corresponding to the CEC Notify mes-
sage. This value is 0x0005.

Message Number—Host generated sequential numbering
scheme for CEC messages.

Fragment Number—In the event that a single CEC message
needs to be fragmented into multiple pieces, this field will
allow the remote device to distinguish between retransmis-
sions and sequential fragments.

Fragment Length—Indicates the length in octets of the “Frag-
ment Data” block of this message.

LF—Zero (0) typically. Set to one (1) if current fragment is
the last fragment of a message. Fragment Data—The entire
CEC message (or fragment), unprocessed.

Expected Response:

None. No response is explicitly expected in response to a
CEC Notify message. Certain CEC messages will provide a
response message, but the responsibility of maintaining state
information of the CEC application layer is on the host sys-
tem.

Timeout:

For a properly formatted CEC Notify message, the trans-
ceiver does not provide any further feedback to the host to
indicate a success condition. If, for some reason, the trans-
ceiver is unable to send the message to the destination, a
Feature Abort message will be generated and sent to the host
indicating a timeout. FIG. 128 illustrates a Feature Abort
message indicating a failure to send the CEC Notify. Its
parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index of the remote unit
that the original message was being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF0O.

Rejected Opcode—The opcode of the message that failed. In
this case, the CEC Notity message has failed, so the value
is 0x0005.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. Thetwo possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued. This message
will also be issued if the appropriate Pass-Through
Request/Response handshake has not been established
between the two devices.

Invalid Operand (0x04)—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

CEC NAK
FIG. 129 illustrates a CEC NAK message. This command

notifies a remote device that a CEC message sent by that

remote device was not accepted (NAK) on the local CEC bus.
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Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04° to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to send the NAK
packet to.

Opcode—The opcode corresponding to the CEC NAK mes-
sage. This value is 0x0006.

Result Code—This field indicates the result of the CEC
request. A value of “0” indicates success, whereas “1”
indicates failure.

Message Number—Host generated sequential numbering
scheme for CEC messages. This number must correspond
to the Message Number of the CEC Notify message that
cannot be placed on the CEC bus.

Expected Response:

None. No response is explicitly expected in response to a
CEC NAK message.

Timeout:

For a properly formatted CEC NAK message, the trans-
ceiver should not need to provide any further feedback to the
host to indicate a success condition. If, for some reason, the
transceiver is unable to send the message to the destination, a
Feature Abort message will be generated and sent to the host
indicating a timeout. FIG. 130 illustrates a Feature Abort
message indicating a failure to send the CEC NAK.
Function Type—Indicates the function type of the opcode.

This value is ‘0x04° to indicate the HDMI Pass-Through

function type.

Device Index—Indicates the device index of the remote unit
that the original message was being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF00.

Rejected Opcode—The opcode of the message that failed. In
this case, the CEC NAK message has failed, so the value is
0x0006.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The two possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued. This message
will also be issued if the appropriate Pass-Through
Request/Response handshake has not been established
between the two devices.

Invalid Operand (0x04 )—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.
This message will also be sent if the CEC NAK message is
sent to a device that did not issue the CEC message.

Logical Address Table Notify
FIG. 131 illustrates a Logical Address Table Notify mes-

sage. This command notifies a remote device of the logical

addresses occupied on the local CEC bus.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04° to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to send the Logical
Address bitmap to.

Opcode—The opcode corresponding to the Logical Address
Table Notify message. This value must be 0x0007.

Logical Address Bitmap—The 16-bit bit-field indicates the
HDMI logical addresses occupied on the local CEC bus.
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The definitions of each bit location are defined in the

HDMI specification which should be referred to for

detailed information. FIG. 132 illustrates fields for defini-

tions of the logical address bitmap.

Expected Response:

None. No response is explicitly expected in response to a
Logical Address Table Notify message.

Timeout:

For a properly formatted Logical Address Table Notify
message, the transceiver should not need to provide any fur-
ther feedback to the host to indicate a success condition. If, for
some reason, the transceiver is unable to send the message to
the destination, a Feature Abort message will be generated
and sent to the host indicating a timeout. FIG. 133 illustrates
a Feature Abort message indicating a failure to send the
Logical Address Table Notify. Its parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index of the remote unit
that the original message was being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF0O.

Rejected Opcode—The opcode of the message that failed. In
this case, the Logical Address Table Notify message has
failed, so the value is 0x0007.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. Thetwo possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued. This message
will also be issued if the appropriate Pass-Through
Request/Response handshake has not been established
between the two devices.

Invalid Operand (0x04)—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

HPD Notify
FIG. 134 illustrates an HPD Notify message. This com-

mand notifies a remote device of the Hot Plug Detect state of

the HDMI bus.

Input Parameters:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04’ to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index to send the HPD
Notify message to.

Opcode—The opcode corresponding to the HPD Notify mes-
sage. This value is 0x0008.

HPD—The state of the Hot-Plug Detect signal. A one (1)
indicates that the HPD signal is asserted. A zero (0) indi-
cates that the HPD signal is not asserted.

Expected Response:

None. No response is explicitly expected in response to an
HPD Notify message.

Timeout:

For a properly formatted HPD Notify message, the trans-
ceiver does not provide any further feedback to the host to
indicate a success condition. If, for some reason, the trans-
ceiver is unable to send the message to the destination, a
Feature Abort message will be generated and sent to the host
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indicating a timeout. FIG. 135 illustrates a Feature Abort

message indicating a failure to send the HPD Notify. Its

parameters are:

Function Type—Indicates the function type of the opcode.
This value is ‘0x04° to indicate the HDMI Pass-Through
function type.

Device Index—Indicates the device index of the remote unit
that the original message was being sent to.

Opcode—The opcode corresponding to the Feature Abort
message. This value is OxFF00.

Rejected Opcode—The opcode of the message that failed. In
this case, the HPD Notify message has failed, so the value
is 0x0008.

Reason Code—This field will provide an indication of why
the message has failed. In this case, a reason code of 0x06
will be issued to denote a timeout.

Failure Case Response:

A failure will be indicated by the transceiver with a Feature
Abort message. The two possible causes of failure correspond
to the following reason codes:

Not in correct mode to respond (0x02)—If the message was
sent before the transceiver was initialized, a Feature Abort
message with this reason code will be issued. This message
will also be issued if the appropriate Pass-Through
Request/Response handshake has not been established
between the two devices.

Invalid Operand (0x04 )—If the device index field is invalid, a
Feature Abort message with this reason code will be issued.

Other Messages
FIG. 136 illustrates a Feature Abort message indicating

unrecognized opcode. The response to failure cases for each

category of messages has been described in the previous
sections. In general, a message failure will result in a Feature

Abort message. Messages received by the transceiver that do

not contain valid opcodes will also result in a Feature Abort

with the corresponding Reason Code.

An Example of a Communication System
FIG. 138 is a block diagram of one embodiment of a

communication system. Referring to FIG. 130, the system

comprises media receiver 100, a media receiver interface 102,

a transmitting device 140, a receiving device 141, a media

player interface 113, a media player 114 and a display 115.
Media receiver 100 receives content from a source (not

shown). In one embodiment, media receiver 100 comprises a
set top box. The content may comprise baseband digital
video, such as, for example, but not limited to, content adher-
ing to the HDMI or DVI standards. In such a case, media
receiver 100 may include a transmitter (e.g., an HDMI trans-
mitter) to forward the received content.

Media receiver 101 sends content 101 to transmitter device
140 via media receiver interface 102. In one embodiment,
media receiver interface 102 includes logic that converts con-
tent 101 into HDMI content. In such a case, media receiver
interface 102 may comprise an HDMI plug and content 101 is
sent via a wired connection; however, the transfer could occur
through a wireless connection. In another embodiment, con-
tent 101 comprises DV content.

In one embodiment, the transfer of content 101 between
media receiver interface 102 and transmitter device 140
occurs over a wired connection; however, the transfer could
occur through a wireless connection.

Transmitter device 140 wirelessly transfers information to
receiver device 141 using two wireless connections. One of
the wireless connections is through a phased array antenna
with adaptive beam-forming. The other wireless connection
is via wireless communications channel 107, referred to
herein as the back channel. In one embodiment, wireless
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communications channel 107 is unidirectional. In an alterna-
tive embodiment, wireless communications channel 107 is
bi-directional. In one embodiment, the back channel can use
some or all of the same antennas as the forward beam-formed
channel (part of 105). In another embodiment, the two sets of
antennas are disjoint.

Receiver device 141 transfers the content received from
transmitter device 140 to media player 114 via an interface
such as a media player interface 113. In one embodiment, the
transfer of the content between receiver device 141 and media
player interface 113 occurs through a wired connection; how-
ever, the transfer could occur through a wireless connection.
In one embodiment, media player interface 113 comprises an
HDMI plug. Similarly, the transfer of the content between
media player interface 113 and media player 114 occurs
through a wired connection; however, the transfer could occur
through a wireless connection. The transfer could also occur
through a wired or wireless data interface that was not a media
player interface.

Media player 114 causes the content to be played on dis-
play 115. In one embodiment, the content is HDMI content
and media player 114 transfer the media content to display via
awired connection; however, the transfer could occur through
a wireless connection. Display 115 may comprise a plasma
display, an LCD, a CRT, etc.

Note that the system in FIG. 1 may be altered to include a
DVD player/recorder in place of a DVD player/recorder to
receive, and play and/or record the content. The same tech-
niques can be used in non-media data applications as well.

In one embodiment, transmitter 140 and media receiver
interface 102 are part of media receiver 100. Similarly, in one
embodiment, receiver 140, media player interface 113, and
media player 114 are all part of the same device. In an alter-
native embodiment, receiver 140, media player interface 113,
media player 114, and display 115 are all part of the display.
An example of such a device is shown in FIG. 139.

In one embodiment, transmitter device 140 comprises a
processor 103, an optional baseband processing component
104, a phased array antenna 105, and a wireless communica-
tion channel interface 106. Phased array antenna 105 com-
prises a radio frequency (RF) transmitter having a digitally
controlled phased array antenna coupled to and controlled by
processor 103 to transmit content to receiver device 141 using
adaptive beam-forming.

In one embodiment, receiver device 141 comprises a pro-
cessor 112, an optional baseband processing component 111,
a phased array antenna 110, and a wireless communication
channel interface 109. Phased array antenna 110 comprises a
radio frequency (RF) transmitter having a digitally controlled
phased array antenna coupled to and controlled by processor
112 to receive content from transmitter device 140 using
adaptive beam-forming.

In one embodiment, processor 103 generates baseband
signals that are processed by baseband signal processing 104
prior to being wirelessly transmitted by phased array antenna
105. In such a case, receiver device 141 includes baseband
signal processing to convert analog signals received by
phased array antenna 110 into baseband signals for process-
ing by processor 112. In one embodiment, the baseband sig-
nals are orthogonal frequency division multiplex (OFDM)
signals.

In one embodiment, transmitter device 140 and/or receiver
device 141 are part of separate transceivers.

Transmitter device 140 and receiver device 141 perform
wireless communication using a phased array antenna with
adaptive beam-forming that allows beam steering. Beam-
forming is well known in the art. In one embodiment, proces-
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sor 103 sends digital control information to phased array
antenna 105 to indicate an amount to shift one or more phase
shifters in phased array antenna 105 to steer a beam formed
thereby in a manner well-known in the art. Processor 112 uses
digital control information as well to control phased array
antenna 110. The digital control information is sent using
control channel 121 in transmitter device 140 and control
channel 122 in receiver device 141. In one embodiment, the
digital control information comprises a set of coefficients. In
one embodiment, each of processors 103 and 112 comprises
a digital signal processor.

Wireless communication link interface 106 is coupled to
processor 103 and provides an interface between wireless
communication link 107 and processor 103 to communicate
antenna information relating to the use of the phased array
antenna and to communicate information to facilitate playing
the content at the other location. In one embodiment, the
information transferred between transmitter device 140 and
receiver device 141 to facilitate playing the content includes
encryption keys sent from processor 103 to processor 112 of
receiver device 141 and one or more acknowledgments from
processor 112 of receiver device 141 to processor 103 of
transmitter device 140.

Wireless communication link 107 also transfers antenna
information between transmitter device 140 and receiver
device 141. During initialization or tuning of the phased array
antennas 105 and 110, wireless communication link 107
transfers information to enable processor 103 to select a
direction for the phased array antenna 105. In one embodi-
ment, the information includes, but is not limited to, antenna
location information and performance information corre-
sponding to the antenna location, such as one or more pairs of
data that include the position of phased array antenna 110 and
the signal strength of the channel for that antenna position. In
another embodiment, the information includes, but is not
limited to, information sent by processor 112 to processor 103
to enable processor 103 to determine which portions of
phased array antenna 105 to use to transfer content.

When the phased array antennas 105 and 110 are operating
in a mode during which they may transfer content (e.g.,
HDMI content), wireless communication link 107 transfers
an indication of the status of communication path from the
processor 112 of receiver device 141. The indication of the
status of communication comprises an indication from pro-
cessor 112 that prompts processor 103 to steer the beam in
another direction (e.g., to another channel). Such prompting
may occur in response to interference with transmission of
portions of the content. The information may specify one or
more alternative channels that processor 103 may use.

In one embodiment, the antenna information comprises
information sent by processor 112 to specify a location to
which receiver device 141 is to direct phased array antenna
110. This may be useful during initialization when transmitter
device 140 is telling receiver device 141 where to position its
antenna so that signal quality measurements can be made to
identify the best channels. The position specified may be an
exact location or may be a relative location such as, for
example, the next location in a predetermined location order
being followed by transmitter device 140 and receiver device
141.

In one embodiment, wireless communications link 107
transfers information from receiver device 141 to transmitter
device 140 specitying antenna characteristics of phased array
antenna 110, or vice versa. In one embodiment, communica-
tions link 107 transfers information from receiver device 141
to transmitter device 140 that can be used to control phased
array antenna 105.
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An Example of a Transceiver Architecture

One embodiment of a transceiver is described below. The
transceiver includes transmit and receive paths for a transmit-
ter and receiver, respectively. In one embodiment, the trans-
mitter, for use in communication with a receiver, comprises a
processor and a phased array beamforming antenna. The pro-
cessor controls the antenna to perform adaptive beam steering
using multiple transmit antennas in conjunction with receive
antennas of the receiver by iteratively performing a set of
training operations. One of the training operations comprises
the processor causing the phased array beamforming antenna
to transmit a first training sequence while a receive antenna-
array weight vector of the receiver is set and a transmitter
antenna-array weight vector switches between weight vectors
with a set of weight vectors. Another of the training opera-
tions comprises the processor causing the phased array beam-
forming antenna to transmit a second training sequence while
a transmitter antenna-array weight vector is set as part of a
process to calculate the receive antenna-array weight vector.

In one embodiment, the receiver, for use in communication
with a transmitter, comprises a processor and a phased array
beamforming antenna. The processor controls the antenna to
perform adaptive beam steering using multiple receive anten-
nas in conjunction with transmit antennas of the transmitter
by iteratively performing a set of training operations. One of
the training operations comprises the processor setting a
receive antenna-array weight vector during a process for esti-
mating a transmit antenna-array weight vector by having the
transmitter transmit a first training sequence while the receive
antenna-array weight vector is set. Another of the training
operations comprises the processor calculate the receive
antenna-array weight vector when the transmitter transmits a
second training sequence while the transmitter antenna-array
weight vector is set.

FIG. 140 is a block diagram of one embodiment of a
transmitter device and a receiver device that are part of an
adaptive beam forming multiple antenna radio system con-
taining of FIG. 138. Transceiver 300 includes multiple inde-
pendent transmit and receive chains and performs phased
array beam forming using a phased array that takes an iden-
tical RF signal and shifts the phase for one or more antenna
elements in the array to achieve beam steering.

Referring to FI1G. 140, digital baseband processing module
(e.g., Digital Signal Processor (DSP)) 301 formats the content
and generates real time baseband signals. Digital baseband
processing module 301 may provide modulation, FEC cod-
ing, packet assembly, interleaving and automatic gain con-
trol.

Digital baseband processing module 301 then forwards the
baseband signals to be modulated and sent out on the RF
portion of the transmitter. In one embodiment, the content is
modulated into OFDM signals in a manner well known in the
art.

Digital-to-analog converter (DAC) 302 receives the digital
signals output from digital baseband processing module 301
and converts them to analog signals. In one embodiment, the
signal outputs from DAC 302 are between 0-1.7 GHz. Analog
front end 303 receives the analog signals and filters it with an
appropriate low-pass image-rejection filter and amplifies it
accordingly. The IF module 304 receives the output of analog
front end 303 and up-converts it to the IF frequency. In one
embodiment, the IF frequency is between 2-15 GHz.

RF mixer 305 receives signals output from IF amplifier 304
and combines them with a signal from a local oscillator (LO)
(not shown) in a manner well-known in the art. The signals
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output from mixer 305 are at an intermediate frequency. In
one embodiment, the intermediate frequency is between 2-15
GHz.

Multiplexer 306 is coupled to receive the output from
mixer 305 to control which phase shifters 307, _,, receive the
signals. In one embodiment, phase shifters 307, _,, are quan-
tized phase shifters. In an alternative embodiment, phase
shifters 307,_,, may be replaced by IF or RF amplifiers with
controllable gain and phase. In one embodiment, digital base-
band processing module 201 also controls, via control chan-
nel 360, the phase and magnitude of the currents in each of the
antenna elements in phased array antenna to produce a
desired beam pattern in a manner well-known in the art. In
other words, digital baseband processing module 201 con-
trols the phase shifters 307, ,, of phased array antenna to
produce the desired pattern.

Each of phase shifters 307,_ produce an output that is sent
to one of power amplifiers 308, _,,, which amplify the signal.
The amplified signals are sent to an antenna array that has
multiple antenna elements 309, _,. In one embodiment, the
signals transmitted from antennas 309, _,; are radio frequency
signals between 56-64 GHz. Thus, multiple beams are output
from the phased array antenna.

With respect to the receiver, antennas 310, _,, receive the
wireless transmissions from antennas 309, ., and provide
them to phase shifters 312, ,, via low-noise amplifiers 311, _
~, respectively. As discussed above, in one embodiment,
phase shifters 312, ,, comprise quantized phase shifters.
Alternatively, phase shifters 312, ., may be replaced by com-
plex multipliers. Phase shifters 312, ,, receive the signals
from antennas 310, _,, which are combined by RF combiner
313 to form a single line feed output. In one embodiment, a
multiplexer is used to combine the signals from the different
elements and output the single feed line. The output of RF
combiner 313 is input to RF mixer 314.

Mixer 314 receives the output of the RF combiner 313 and
combines it with a signal from a LO (not shown) in a manner
well-known in the art. In one embodiment, the output of
mixer 314 is a signal with the IF carrier frequency of 2-15
GHz. The IF module then down-converts the IF signal to the
baseband frequency. In one embodiment, there are I and Q
signals, which are between 0-1.7 GHz.

Analog-to-digital converter (ADC) 316 receives the output
of IF 315 and converts it to digital form. The digital output
from ADC 316 is received by digital baseband processing
module (e.g., DSP) 318. Digital baseband processing module
318 restores the amplitude and phase of the signal. Digital
baseband processing module 318 may provide demodulation,
packet disassembly, de-interleaving and automatic gain.

In one embodiment, each of the transceivers includes a
controlling microprocessor that sets up control information
for the digital baseband processing module (e.g., DSP). The
controlling microprocessor may be on the same die as the
digital baseband processing module (e.g., DSP).
DSP-Controlled Adaptive Beam Forming

In one embodiment, the DSPs implement an adaptive algo-
rithm with the beam forming weights being implemented in
hardware. That is, the transmitter and receiver work together
to perform the beam forming in RF frequency using digitally
controlled analog phase shifters; however, in an alternative
embodiment, the beam-forming is performed in IF. Phase
shifters 307, _,,and 312, _,,are controlled via control channel
360 and control channel 370, respectfully, via their respective
DSPs in a manner well known in the art. For example, digital
baseband processing module (e.g., DSP) 301 controls phase
shifters 307, ,, to have the transmitter perform adaptive
beam-forming to steer the beam while digital baseband pro-
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cessing module (e.g., DSP) 318 controls phase shifters 312, ,,
to direct antenna elements to receive the wireless transmis-
sion from antenna elements and combine the signals from
different elements to form a single line feed output. In one
embodiment, a multiplexer is used to combine the signals
from the different elements and output the single feed line.
Note that processors (e.g., DSPs) that control the digital base-
band processing modules, such as shown in the transmitters
and receivers of FIG. 1, could be coupled to control channels
360 and 370, respectively, could be used to control phase
shifters 307, ,,and 312, .

Digital baseband processing module (e.g., DSP) 301 per-
forms the beam steering by pulsing, or energizing, the appro-
priate phase shifter connected to each antenna element. The
pulsing algorithm under digital baseband processing module
(e.g., DSP) 301 controls the phase and gain of each element.
Performing DSP controlled phase array beam-forming is well
known in the art.

The adaptive beam forming antenna is used to avoid inter-
fering obstructions. By adapting the beam forming and steer-
ing the beam, the communication can occur avoiding obstruc-
tions which may prevent or interfere with the wireless
transmissions between the transmitter and the receiver.

In one embodiment, with respect to the adaptive beam-
forming antennas, they have three phases of operations. The
three phases of operations are the training phase, a searching
phase, and a tracking phase. The training phase and searching
phase occur during initialization. The training phase deter-
mines the channel profile with predetermined sequences of
spatial patterns {A;} and {B;}. The searching phase computes
a list of candidate spatial patterns {A;}, {B;} and selects a
prime candidate {Ag Bg} for use in the data transmission
between the transmitter of one transceiver and the receiver of
another. The tracking phase keeps track of the strength of the
candidate list. When the prime candidate is obstructed, the
next pair of spatial patterns is selected for use.

In one embodiment, during the training phase, the trans-
mitter sends out a sequence of spatial patterns { A;}. For each
spatial pattern {A:}, the receiver projects the received signal
onto another sequence of patterns {B;}. As a result of the
projection, a channel profile is obtained over the pair {A;},
{B;}.

In one embodiment, an exhaustive training is performed
between the transmitter and the receiver in which the antenna
of'the receiver is positioned at all locations and the transmitter
sending multiple spatial patterns. Exhaustive training is well-
known in the art. In this case, M transmit spatial patterns are
transmitted by the transmitter and N received spatial patterns
are received by the receiver to form an N by M channel
matrix. Thus, the transmitter goes through a pattern of trans-
mit sectors and the receiver searches to find the strongest
signal for that transmission. Then the transmitter moves to the
next sector. At the end of the exhaustive search process, a
ranking of all the positions of the transmitter and the receiver
and the signals strengths of the channel at those positions has
been obtained. The information is maintained as pairs of
positions of where the antennas are pointed and signal
strengths of the channels. The list may be used to steer the
antenna beam in case of interference.

In an alternative embodiment, subspace training is used in
which the space is divided in successively narrow sections
with orthogonal antenna patterns being sent to obtain a chan-
nel profile.

Assuming digital baseband processing module 301 (DSP)
is in a stable state and the direction the antenna should point
is already determined. In the nominal state, the DSP will have
a set of coefficients that it sends to the phase shifters. The
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coefficients indicate the amount of phase the phase shifter is
to shift the signal for its corresponding antennas. For
example, digital baseband processing module 301 (DSP)
sends a set digital control information to the phase shifters
that indicate the different phase shifters are to shift different
amounts, e.g., shift 30 degrees, shift 45 degrees, shift 90
degrees, shift 180 degrees, etc. Thus, the signal that goes to
that antenna element will be shifted by a certain number of
degrees of phase. The end result of shifting, for example, 16,
32, 36, 64 elements in the array by different amounts enables
the antenna to be steered in a direction that provides the most
sensitive reception location for the receiving antenna. That is,
the composite set of shifts over the entire antenna array pro-
vides the ability to stir where the most sensitive point of the
antenna is pointing over the hemisphere.

Note that in one embodiment the appropriate connection
between the transmitter and the receiver may not be a direct
path from the transmitter to the receiver. For example, the
most appropriate path may be to bounce off the ceiling.

The Back Channel

In one embodiment, the wireless communication system
includes a back channel 320, or link, for transmitting infor-
mation between wireless communication devices (e.g., a
transmitter and receiver, a pair of transceivers, etc.). The
information is related to the beam-forming antennas and
enables one or both of the wireless communication devices to
adapt the array of antenna elements to better direct the
antenna elements of a transmitter to the antenna elements of
the receiving device together. The information also includes
information to facilitate the use of the content being wire-
lessly transferred between the antenna elements of the trans-
mitter and the receiver.

In FIG. 140, back channel 320 is coupled between digital
baseband processing module (DSP) 318 and digital baseband
processing module (DSP) 301 to enable digital baseband
processing module (DSP) 318 to send tracking and control
information to digital baseband processing module (DSP)
301. In one embodiment, back channel 320 functions as a
high speed downlink and an acknowledgement channel.

In one embodiment, the back channel is also used to trans-
fer information corresponding to the application for which
the wireless communication is occurring (e.g., wireless
video). Such information includes content protection infor-
mation. For example, in one embodiment, the back channel is
used to transfer encryption information (e.g., encryption keys
and acknowledgements of encryption keys) when the trans-
ceivers are transferring HDMI data. In such a case, the back
channel is used for content protection communications.

More specifically, in HDMI, encryption is used to validate
that the data sink is a permitted device (e.g., a permitted
display). There is a continuous stream of new encryption keys
that is transferred while transferring the HDMI datastream to
validate that the permitted device hasn’t changed. Blocks of
frames for the HD TV data are encrypted with different keys
and then those keys have to be acknowledged back on back
channel 320 in order to validate the player. Back channel 220
transfers the encryption keys in the forward direction to the
receiver and acknowledgements of key receipts from the
receiver in the return direction. Thus, encrypted information
is sent in both directions.

The use of the back channel for content protection com-
munications is beneficial because it avoids having to com-
plete alengthy retraining process when such communications
are sent along with content. For example, if a key from a
transmitter is sent alongside the content flowing across the
primary link and that primary link breaks, it will force a
lengthy retrain of 2-3 seconds for a typical HDMI/HDCP
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system. In one embodiment, this separate bi-directional link
that has higher reliability than the primary directional link
given its omni-directional orientation. By using this back
channel for communication of the HDCP keys and the appro-
priate acknowledgement back from the receiving device, the
time consuming retraining can be avoided even in the event of
the most impactful obstruction.

In the active mode, when the beam-forming antennas are
transferring content, the back channel is used to allow the
receiver to notify the transmitter about the status of the chan-
nel. For example, while the channel between the beam-form-
ing antennas is of sufficient quality, the receiver sends infor-
mation over the back channel to indicate that the channel is
acceptable. The back channel may also be used by the
receiver to send the transmitter quantifiable information indi-
cating the quality of the channel being used. If some form of
interference (e.g., an obstruction) occurs that degrades the
quality of the channel below an acceptable level or prevents
transmissions completely between the beam-forming anten-
nas, the receiver can indicate that the channel is no longer
acceptable and/or can request a change in the channel over the
back channel. The receiver may request a change to the next
channel in a predetermined set of channels or may specify a
specific channel for the transmitter to use.

In one embodiment, the back channel is bi-directional. In
such a case, in one embodiment, the transmitter uses the back
channel to send information to the receiver. Such information
may include information that instructs the receiver to position
its antenna elements at different fixed locations that the trans-
mitter would scan during initialization. The transmitter may
specify this by specifically designating the location or by
indicating that the receiver should proceed to the next loca-
tion designated in a predetermined order or list through which
both the transmitter and receiver are proceeding.

In one embodiment, the back channel is used by either or
both of the transmitter and the receiver to notify the other of
specific antenna characterization information. For example,
the antenna characterization information may specify that the
antenna is capable of a resolution down to 6 degrees of radius
and that the antenna has a certain number of elements (e.g., 32
elements, 64 elements, etc.).

In one embodiment, communication on the back channel is
performed wirelessly by using interface units. Any form of
wireless communication may be used. In one embodiment,
OFDM is used to transfer information over the back channel.
In another embodiment, CPM is used to transfer information
over the back channel.

An Example of a Computer System

FIG. 141 is a block diagram of an exemplary computer
system that may perform one or more of the operations
described herein. Referring to FIG. 141, computer system
14100 may comprise an exemplary client or server computer
system. Computer system 14100 comprises acommunication
mechanism or bus 14111 for communicating information,
and a processor 14112 coupled with bus 14111 for processing
information. Processor 14112 includes a microprocessor, but
is not limited to a microprocessor, such as, for example,
Pentium™, PowerPC™, Alpha™, etc.

System 14100 further comprises a random access memory
(RAM), or other dynamic storage device 14104 (referred to as
main memory) coupled to bus 14111 for storing information
and instructions to be executed by processor 14112. Main
memory 14104 also may be used for storing temporary vari-
ables or other intermediate information during execution of
instructions by processor 14112.

Computer system 14100 also comprises a read only
memory (ROM) and/or other static storage device 14106
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coupled to bus 14111 for storing static information and
instructions for processor 14112, and a data storage device
14107, such as a magnetic disk or optical disk and its corre-
sponding disk drive. Data storage device 14107 is coupled to
bus 14111 for storing information and instructions.

Computer system 14100 may further be coupled to a dis-
play device 14121, such as a cathode ray tube (CRT) or liquid
crystal display (LCD), coupled to bus 14111 for displaying
information to a computer user. An alphanumeric input
device 14122, including alphanumeric and other keys, may
also be coupled to bus 14111 for communicating information
and command selections to processor 14112. An additional
user input device is cursor control 14123, such as a mouse,
trackball, trackpad, stylus, or cursor direction keys, coupled
to bus 14111 for communicating direction information and
command selections to processor 14112, and for controlling
cursor movement on display 14121.

Another device that may be coupled to bus 14111 is hard
copy device 14124, which may be used for marking informa-
tion on a medium such as paper, film, or similar types of
media. Another device that may be coupled to bus 14111 is a
wired/wireless communication capability 14125 to commu-
nication to a phone or handheld palm device.

Note that any or all of the components of system 14100 and
associated hardware may be used in the present invention.
However, it can be appreciated that other configurations of the
computer system may include some or all of the devices.

Whereas many alterations and modifications of the present
invention will no doubt become apparent to a person of ordi-
nary skill in the art after having read the foregoing descrip-
tion, it is to be understood that any particular embodiment
shown and described by way of illustration is in no way
intended to be considered limiting. Therefore, references to
details of various embodiments are not intended to limit the
scope of the claims which in themselves recite only those
features regarded as essential to the invention.

We claim:

1. An apparatus for use in a wireless communication sys-
tem for communicating with a wireless network, the appara-
tus comprising:

a host processor;

a transceiver;

a physical interface coupling the host processor and the

transceiver; and

a memory accessible by the host processor and the trans-

ceiver to exchange information between the host proces-
sor and the transceiver, wherein the transceiver is oper-
able to store data in the memory for the host processor
and assert an interrupt signal to the host processor to
notify the host processor that the memory contains data
for the host processor to access, and further wherein the
host processor is operable to access the memory to
obtain the data thereafter, and

wherein the data is associated with a remote device in the

wireless network and is stored as one or more packets at
a first storage location in the memory with a first iden-
tifier identifying the remote device.

2. The apparatus defined in claim 1 wherein the identifier
comprises a bus ID.

3. The apparatus defined in claim 1 wherein the transceiver
is operable to store another set of packets having a second
identifier different than the first identifier at the first storage
location in the memory, thereby reusing a portion of the
memory.

4. The apparatus defined in claim 1 wherein each of the host
processor and the transceiver have an I°C interface and the
physical interface comprises an I°C bus coupled between the
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host processor and the transceiver, wherein the host processor
accesses the memory via its I°C interface.

5. The apparatus defined in claim 4 wherein the physical
interface further comprises a reset signal line and an interrupt
signal line, wherein the interrupt signal line is used by the
transceiver to send the interrupt signal to the host processor
and the reset signal line is used by the host processor to reset
the transceiver.

6. The apparatus defined in claim 4 wherein the memory
comprises a plurality of separate banks that include:

a first bank to store information being transferred from the

host processor to the transceiver;

a second bank to store information being transferred from

the transceiver to the host processor;

athird bank to store control registers to control interactions

between the host processor and the transceiver, wherein
one or more of the control registers indicate when com-
munications are ready and in which memory locations in
the plurality of banks the data may be read or written to;
and

a fourth bank to store audio-video information registers to

store information obtained by the transceiver from the
wireless network regarding one or more devices in the
wireless network and for use by the host processor.

7. The apparatus defined in claim 6 wherein the third bank
stores one or more bitmaps that provide information on a
device list of devices in the wireless network.

8. The apparatus defined in claim 7 wherein the host pro-
cessor is operable to access the one or more bitmaps to deter-
mine which of the one or more devices specified in the device
list to filter to obtain device capability information.

9. The apparatus defined in claim 6 wherein each bank in
the plurality of banks of memory has an address that is unique
with respect to other banks in the plurality of banks.

10. The apparatus defined in claim 1 wherein the trans-
ceiver stores the data in the one or more registers in the
memory simultaneously with asserting the control signal to
the host processor.

11. A wireless communication system comprising:

one or more remote wireless media devices in a wireless

network; and

an apparatus for use in a wireless communication system

for communicating with a wireless network, the appara-

tus comprising:

a host processor;

a transceiver;

a physical interface coupling the host processor and the
transceiver; and

amemory accessible by the host processor and the trans-
ceiver to exchange information between the host pro-
cessor and the transceiver, wherein the transceiver is
operable to store data in the memory for the host
processor and assert an interrupt signal to the host
processor to notify the host processor that the memory
contains data for the host processor to access, and
further wherein the host processor is operable to
access the memory to obtain the data thereafter,

wherein the data is associated with one of the remote
wireless devices in the wireless network and is stored
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as one or more packets at a first storage location in the
memory with a first identifier identifying the one
remote wireless device.

12. The wireless communication system defined in claim
11 wherein the identifier comprises a bus ID.

13. The wireless communication system defined in claim
11 wherein the transceiver is operable to store another set of
packets having a second identifier different than the first
identifier at the first storage location in the memory, thereby
reusing a portion of the memory.

14. The wireless communication system defined in claim
11 wherein each of the host processor and the transceiver have
an I°C interface and the physical interface comprises an I°C
bus coupled between the host processor and the transceiver,
wherein the host processor accesses the memory via its I°C
interface.

15. The wireless communication system defined in claim
14 wherein the physical interface further comprises a reset
signal line and an interrupt signal line, wherein the interrupt
signal line is used by the transceiver to send the interrupt
signal to the host processor and the reset signal line is used by
the host processor to reset the transceiver.

16. The wireless communication system defined in claim
14 wherein the memory comprises a plurality of separate
banks that include:

a first bank to store information being transferred from the

host processor to the transceiver;

a second bank to store information being transferred from
the transceiver to the host processor;

a third bank to store control registers to control interactions
between the host processor and the transceiver, wherein
one or more of the control registers indicate when com-
munications are ready and in which memory locations in
the plurality of banks the data may be read or written to;
and

a fourth bank to store audio-video information registers to
store information obtained by the transceiver from the
wireless network regarding one or more devices in the
wireless network and for use by the host processor.

17. The wireless communication system defined in claim
16 wherein the third bank stores one or more bitmaps that
provide information on a device list of devices in the wireless
network.

18. The wireless communication system defined in claim
17 wherein the host processor is operable to access the one or
more bitmaps to determine which of the one or more devices
specified in the device list to filter to obtain device capability
information.

19. The wireless communication system defined in claim
16 wherein each bank in the plurality of banks of memory has
an address that is unique with respect to other banks in the
plurality of banks.

20. The wireless communication system defined in claim
11 wherein the transceiver stores the data in the one or more
registers in the memory nearly simultaneously with asserting
the control signal to the host processor.
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